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Huceprauusta € ¢ odem 118 crpanunu. CbcTOM ce OT BBbBEACHHUE, M3JI0KEHUE B
YeTUpHU TJaBH, 3aKJIIOYEHHE, CIUCHK C H3MOJ3BaHU ChKpamieHus, 23 ¢urypu, 6
tabnuuu. M3non3Banata 6ubnmorpadus BkitoyBa 77 nurepaTypHH u3To4HHKA. [o
TeMara Ha JUcepTalusiTa ca HalpaBeH! MIeCT MyOIUKalnu.

ABTOpBT Ha JucepTauusTa € JOKTOPAHT B Karenpa ,,KOMIIOTBpHM HayKu'™“ KbM
dakynret “ConuanHu, CTONAHCKU U KOMIIOTbPHU Hayku Ha BapHeHckust cB0Oo1eH
yHUBEpCUTET ,,YepHopuszen Xpadbup.

[Ty6nuunata 3amura me ce nposene Ha 04.02.2026 r. ot 13,00 4. Ha OTKPUTO
3acelaHhe Ha HAy4yHOTO JXypH B 3aceaarenHara 3ama Ha BCY “UepHopusen
Xpabbp®“. Marepuanure ™0 3almMTaTa ca Ha Pa3MNoOJOKEHHE B KaTeapa
,,KOMITIOTBpHU HayKH'‘, KAKTO M Ha caiiTa Ha yHHBepcuTera WWW.Vu.bg, pazmen
»»JJOKTOpAHTH .







FNABA 1:

BbeBegeHune — lperneg Ha DDoS aTakuTe Ha NPUIOXKHO HUBO U
npeansBmMKaTencTeaTa NpPu OTKPMBAHETO UM

1.1 Motusauyua

Yeb-6a3npaHuTe NpUOKEHUA, 3ae4HO C MeToauTe 3a Pa3npoCTpPaHeHWe Ha
codTtyep, Kato ,Software as a Service” (SAS), yBenmumxa MHCTUTYLMOHANHOTO
M3MNON3BaHE Ha MHTEPHET, HO TO3M MPEexod PasKpu 3HAUYUTENIHU YA3BUMOCTH,
KOMTO cera 3an/ialBaT MHTEPHET YC/yruTe Ypes pasnpeneneHm ataku 3a 0TKas oT

ycnyra (Distributed Denial of Service).

NaeHTuduumpaHeto Ha DDOS aTaku cTaBa NO-CNOXKHO, Tbii KaTo 06y4eHMETO Ha
MoZe/ia Ce M3BbPLUBA BbPXY HEPEASIMCTUYHM Habopu OT AaHHU, KOUTO BOAAT A0
BMCOKM HUBA Ha PasLUMBO NONOKUTENHU PE3YyATAaTU U HaMaNAaBaT TOYHOCTTA Ha
oTKpuBaHe. MpeanlIHM NPOoyYBaHMA Ca U3CNeABaM MHOMECTBO TEXHWKU 3a
MaWKWHHO obyyeHne M AbNAOOKO yyeHe Ype3 pas3nyHM Habopu OT AaHHM, HO
nscnepoBaTennTe He ca 06bpHaNM AOCTaTbYHO BHUMAHME Ha M3MO/13BAHETO Ha
AAHHU OT peanHun yeb cbpebpu. ToBa U3cnenBaHe Cb3aaBa OpUrMHaieH Habop
OT AaHHM OT pPEernucTpauuoHHW ¢aiaoBe 3a A0CTbN A0 yeb CcbpBbBP, KOUTO
CbAbpXKa HOpManeH cuctemeH Tpaduk, Hapes ¢ DDoS Tpaduka, reHepupaH ypes

MHOX€EeCTBO MHCTPYMEHTU 3a aTakKa.

1.2 dopmynmnpaHe Ha npobaema

Peanua n3cneaBaHMAa OULEHABAT mMogenunTe Ha MawuHHO obydveHne (ML) u
Abn6oKo yyeHe (DL), nsnonssanikm Habopu OT AaHHU, KOUTO HE CbOTBETCTBAT Ha
OEeNCTBUTENIHUTE MOAEeNN Ha Yeb TpaduK, KOETO HaMmanABa TAXHATA ePEKTUBHOCT.
ToBa u3cnegBaHe pellasa To3M Npobsiem, KaTo cb3gaBa NepcoHanmM3npaH Habop
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OT AaHHM OT AENCTBUTENHWN PErNCTPALMOHHM daiiioBe 3a A0CTbN A0 yeb cbpBbP,
KOMTO KOMOBWHMpa DDOS TpaduK OT pasAMYHM MHCTPYMEHTM 3a aTaka ¢
6e306maeH TpaduK. WM3cneaBaHeTOo npwunara  MHOXECTBO MOAENU  3a
Knacnbukauma, 3a pga nNocTurHe no-gobpa TOYHOCT HA OTKPMBAHE, KaTo
CbLUEBPEMEHHO HamansaBa ¢anliMBUTE MONOXKMUTENHU PE3yNTaTU U OoueHABa
cnocobHocTTa MM aa OoTKpuBaT Kmbepsannaxu oT SQL mHxKekummn n Cross-Site
Scripting (XSS). U3cnepBaHeTo Mma 3a Uen ga uU3rpagn cuctema 3a OTKpMBaHe,
6a3npaHa Ha U3KYCTBEH MHTENEKT, KOATO OTKpuBa DDoS aTaku B peanHo Bpeme,

KaTo CblleBPEMEHHO YKPENBaA 3alLlMTAaTa CU CPELLY pa3BUBALLK Ce 3aN1axXN.

1.3 Uen n 3apaum

LlenTa Ha n3cnenBaHeTo BKAOYBA Cb34aBaHETO HA YCbBbPLUEHCTBAHA CMCTeMa 33
OTKpuBaHe Ha DDoOS aTtakMm Ha MPUNOXKHO HMBO 4Ype3 MOAe/IM Ha MALUMHHO
obyyeHne M AbNOOKO yyeHe BbpXy AaHHU OT PerncTtpaumoHHM ¢ainnose 3a

A0CTbN A0 yeb cbpBbP.

Tema: [llpeameT Ha TOBa M3CnenBaHe e OTKpuBaHeTOo Ha DDoS aTtaku Ha

NPUNOXHO HUBO.

O6ekT: O6eKT Ha ToBa M3cC/neABaHe ca aAropuUTMMTE 33 MaLLMHHO 0byyeHue u
AbNOOKO yyeHe 3a OTKpMBaHe Ha Tpaduk Ha DDoS aTaku 1 apyrn KubepaTakm ot

perucTpaumoHHu dpamnose 3a AoCTbN A0 yeb CbpBbHPM.

OcHoBHa uen: [la ce pa3paboTi 1 OLEHN UHTENIUTEHTHA CUCTEMA 32 OTKPUBAHE
Ha DDoS aTakM Ha NPUNOXKHO HWBO, WM3MNONA3BAMKM MOAENMN 33 MALIMHHO
obyyeHne u Abnboko y4yeHe, M3NpPobBaHW BBPXY pPeasHN PErucTPaLmMoHHM

daiinose 3a gocTbn A0 yeb cbpBbP.



Uenu:

1. Ja ce wu3rpagn peanuctmdeH Habop OT [aHHM, KOMOBMHMpaLL
nobpoKayecTBeH M 3n0HamepeH yeb TpaduK, reHepmpaH OT MHOXKECTBO
DDoS uHcTpymeHTH.

2. [a ce o6paboTaT NnpegBapuTenHo n pa3paboTat nogxoaawm GyHKUUM OT
CbpBbPHU pannoBe 3a AOCTbN 3a 0Oy4YeHMe Ha Mmoaen.

3. [la ce OuEeHAT eKCNepMMEHTA/IHO U CPABHAT aJifOPUTMMUTE 33 MALLUMHHO
obyyeHne M AbNOOKO yyeHe 3a TOYHO OTKpuBaHe Ha DDoS aTakm KaTto
CbLLEBPEMEHHO CE€ MUHUMM3UPAT PaNLLMBUTE NOSIOKUTENHM Pe3YATaTH.

4. [la ce TectBaT 06y4yeHUTe MOAENN BbPXY APYrM BUAOBe aTaku (Hanp. SQL
Injection, XSS), 3a Aa ce oueHn 0bobLLeHMETO.

5. a ce oueHW MHTepnpeTupyemoctta Ha mogena, usnonssankm SHAP

aHanu3, n Aa ce NPeaoXKn pamKa 3a MHTerpauus B peasHusa cBAT.

1.4 U3cnepoBaTenCcKm BbMNPOCH

N3cnepoBaTenckurte BBbMPOCHU, KONTO Bb3HUKBAT OT TOBA NMNPOy4BaAHE, Ca:

1. Kon ca Han-epeKkTMBHUTE METOAM 33 MALMHHO obyyeHne u AbAOGOKO
yyeHe 3a oTKpuBaHe Ha DDoS aTaku Ha NPMAOXKHO HUBO?

2. Ko mogenu Ha mawmnHHO obyyeHne n 4bnb6OKO y4eHe ce NpeacTaBAT Hal-
nobpe npu oTkpmnBaHe Ha DDoS aTakm OT perncTpaumoHHmn ¢panose Ha yeb
CbpBbPU?

3. Morat am mogenute 3a oTKpmeaHe Ha DDoS atakm aa ce nm3nonssaTt 3a

naeHTUPULMpPaHe Ha aTakM Ha Apyrv yeb NpuaoKeHns ¢ BUCOKA TOYHOCT?



Bcuuku ropenoco4yeHun BbMnpocu onpeaenar LuenTa Ha HacToALWnA

ANCEPTALMOHEH TPyA.

1.5 NscnepoBaTtenckmn xmnortesu

Llennte n Bbnpocute Ha M3cneaBaHeTo ¢opmmnpaT OCHOBATA 33 Cb3AaBaHe Ha
MHOECTBO MNPOBEPMMM XUMNOTE3U, KOUTO LWE PbKOBOAAT EMMUPUYHOTO
nscneasaHe. [lpeanoxKeHUTe U3CNe[0BATENICKM  XUNOTE3M MNOKaseaT, u4e
M3NO0/I3BAHETO HA YCbBbPLIEHCTBAHU TEXHUKU 33 O0OyvyeHMe C aBTEHTUYHMU
M3TOYHWULM HA AaHHU We noaobpun cnocobHocTMTe 3a OTKpuBaHe Ha DDoS aTaku

n e no3BoJIN Ha MmoaennTe Aa OTKPUBAT PaA3/IUMYHN YE6-6a3MpaHM 3annaxu.

O6wa xunortesa: Mogenute 3a AbNOOKO yvyeHe, M3NpPobBaHN BbpXy peasiHu
AAHHU OT perucTpaumoHHu ¢annoBe Ha yeb CbpBbBP, nNocTuraT no-gobpa
0606LaBaLa cNoCO6HOCT M TOYHOCT HA NPOrHo3MpaHe 3a oTKpMBaHe Ha DDoS Ha
NPUNOXKHO HMBO, OTKOJIKOTO MoAenunTe, 0byyeHn eANHCTBEHO BbPXY CUHTETUYHMU

NI CUMYNnNpaHn aaHHW.

MNoaxunotesa 1: PeanHuTte AaHHW noaobpaAsBaT YCTOMYMBOCTTa Ha MoJena M
Hamanasat GanlMBUTE NONOXKUTENIHU PE3Y/ITAaTU B CPaBHEHME CbC CUHTETUYHUTE

Habopwu OT AaHHMW.

Nopxunotesa 2: [poBepKaTa C NOMOLLTA Ha AONbAHUTENHM aTaku (SQL Injection,
XSS) noTBbprKAaBa cnocobHOCTTa Ha moaena Aa o6ob6uwasa, HO He NpeACcTaBNABa

BaAnAMpaHe Ha 6baelm HeBUANMM 3anNnaxu.

EKcnepMMeHTanHMAT gm3aiiH ce OCHOBaBa Ha Te3W XMNOTe3n, KOUTO yCTaHOBABAT
NPOBEPUMU NPEANO/OKEHNS 33 OLLEHKA Ha MOAeNuUTe Ha MalMHHO obyyeHune U

AbnboKo yyeHe.



1.6 CTpyKTypa Ha AuceptaumaTta

Ta3n guceprtauma e CTPYKTypupaHa B 0rMyecka rnocsieoBaTeslHOCT OT YeTupu
rnaBu, BCAKA OT KOMUTO MOCTEMEHHO Ce pa3BMBa KbM pa3paboTBaHETO W
Ba/IMOMPAHETO HA MHTE/IMreHTHa cuctema 3a OoTKpuBaHe Ha DDoS ataku Ha
NPWUNOXHO HMBO, M3MO0/13BaLLA METOAM 32 MALLIMHHO 0byyeHMe n 4bAOOKO yyeHe.
Moppenbata Ha rnaBUTe € MPOEKTMPAHA TaKa, Ye Aa HacoyBa 4uuTaTena oT
OCHOBHMTE acneKkTM Ha wu3cnepoBaTenckmua npobnaem [0 OKOH4YaTeNHUTE

3aK/II04EHNA U NPpeanoXeHnTte 61>p,eu.|,v1 HaACOKM.

fnasa 1: BbBegeHMe, nonara OCHOBUTE Ha  W3CNeABaHETO, KaTo
KOHTEKCTyann3mMpa HapacTBallloTO Pa3npocTpaHeHWe Ha Kubepsannaxure, no-
cneumanHo DDoS atakuTe, B No-lIMpoKaTa 0bnacT Ha KubepcurypHocTTa. Tasu
rnaBa npeacraBa MOTMBaLMATA 3a M3cneABaHeTo, popmynampa cneumduyHus
npobnem, KOMTO ce pasrne)aa, M ovyepTaBa OCHOBHaTa LeN 3aegHO C
onepaTMBHUTE 334a4n. TA CbLLO Taka onpeaens LeHTPaAHUTE U3CNe0BaTe/ICKN
BbNPOCKU, KOUTO Ca PbKOBOAMAM LENUA Npouec Ha pascnensaHe. Tasu rnaea
CNY»KM He camo 3a o6ocHOBaBaHe Ha HEOBXOAMMOCTTa OT U3CeABaHETO, HO M 3a

oyepTaBaHe Ha HerosuA 06xBaT 1 GOKyC.

Fnasa 2: MNpernea Ha NuTepaTtypaTa, NpefoctaBs 3aabnboyeH npernes Ha
CblLEeCTBYBaLUUTE U3CNeABaHNA U TEOPETUYHN OCHOBM, CBbP3aHK ¢ DDoS aTakuTe
N NPUNONKEHNETO HAa MAWMHHO 0byyYeHWe U ABbNOOKO yYeHe B cUCTEMUTE 3a
OTKpUBaHe Ha NPOHWKBaHMA. Ta3un rnaBa nscnenBa eBONOLMATA Ha aTaKUTE Ha
MPUNOMKHO HWUBO, OTPaAHUYEHMATA Ha TPAAULMOHHUTE 3ALLUTHU MEXAHM3MU U
HapacTBalllaTa ponA Ha noaxoawute, 6asMpaHM Ha W3KYCTBEH WHTENEKT, B
KnbepcurypHocTTa. Ta BKAOYBA KPUTMUYHU OLEHKM Ha MYyO6AMYHO AOCTbMHM

Ha60pI/1 OT AdHHW, ANMTOPUTMUYHU TEXHUKU U PEASTHUN MPUNTOKEHNA. I'Iperne,u,bT
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NOEHTUOMLMPA CHLLECTBEHM MPOMYCKM B HAaCTOALLMUTE M3cieaBaHMA, 0cobeHo no
OTHOLWIEHME Ha AuncaTa Ha peanHW Habopu OT [aHHM M OrpaHMYeHaTa
0606L1aeMOCT Ha CbLLECTBYBALMTE MOLENN 33 OTKpMBaHe, Npobaemun, KoUTo

Ta3n gunceptauma ce Ctpemun ga pewn.

lnasa 3: MeTtogonorua, onucea noapobHO Au3arMHa Ha eMNUPUYHOTO
nscnegBaHe M npoueaypute CTbMKa MO CTbMKa, CeABaHWM NO Bpeme Ha
npoy4BaHeTo. Ta3n rnaBa NpeacTaBs KOHCTPYMPAHETO Ha HOB Habop OT AaHHMK,
6asnpaH Ha peanHU perncTtpaumoHHn dannose 3a A0CTbN A0 yeb CbPBBLP
Apache, KOMTO BKAOYBAT KAKTO JIETUTUMEH, TaKa M 3/710HamepeH TpaduK,
reHepupaH 4pe3 ocem pas3andyHm DDoOS wuHcTpymeHTa. TA oyepTtasa
eKCNnepumMeHTaIHaTa HACTPOMKa, TEXHUKUTE 3a npeaBapuTenHa obpaboTka Ha
OAHHM M NPoOLEeCcUTe HAa MHXEHEePCTBO Ha XapaKTepPUCTUKK, WM3MNON3BAHM 33
NoAroToBKa Ha Habopa OT AaHHM 3a obyyeHue Ha mopgena. OcBeH ToBa, TA
NpeAcTaBA CTPYKTypaTa M KOHOUIypaLMATa Ha PasIMYHU MOLEN 33 MALLUMHHO
obyyeHne u AbLNOOKO yyeHe, BKAtouMTenHo Random Forest, Support Vector
Machine, U3KyCTBEHM HEBPOHHM MPEKN U MPEXKM C Ab/ra KPATKOCPOUYHA NAMeT.
lnaBaTa 3aBbpLUBA CbC CPABHUTE/IHA OLLEHKA HA NPOU3BOAUTENIHOCTTA Ha Te3un
Mmozenn n ¢asa Ha OLEHKA B peasiHu YyC/0BUA, KbAeTo 0by4yeHUTe mogenu ce
TecTBaT cpeLly ApyrM dopmm Ha yeb-6a3mpaHu atakm, Kato SQL injection mn Cross-

Site Scripting.

fnasa 4: 3aknwo4yeHwue, CUHTE3UPa KAKYHOBUTE OTKPUTUA U NPUHOCKU Ha
nscnegsaHeto. [nasaTa pa3srnexga TeXHM4eCKknTeE USNCKBAHUA 3a UHTErNrPaLUmnAa Ha

moaenun, oueHABa pUCKkosete U orpaHM4eHnATa OT BHeEAPABAHETO Ha CUCTEMATA
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B peanHM MPOU3BOACTBEHM CpeauM M aHaAMsmpa HelHaTa WKOHOMMUYECKa
ePEeKTMBHOCT, KaTo CPaBHABA NOTEHLMANHUTE CNECTABAHUA C TbPrOBCKUTE YCAYTU
3a 3awmTa oT DDOoS aTaku, 6asmpaHM Ha M3KYCTBEH MHTENEKT. B Hea ce
pasrnexaaT NPakTUYECKUTEe U TEeOpPeTUYHUTE NOoCAeanum OT PesynTaTute U ce
bopMynmpa Kak U3cieaBaHETO Ce HaCco4YBa KbM CbLLECTBYBALLUTE MPOMYCKU B
nvTepatypata. B gonbiHeHue Kbm o0606waBaHeTo Ha pesyntatute OT
OLUEHABaHUTE MOAE/NM, Ta3n [/1aBa NpeA/iara HAKOJIKO HaCOKM 3a bbaelua paboTa.
Te BKAOYBAT pPa3pabOTBAHETO Ha XMOPUAOHU aAPXUTEKTYPU 3a OTKPUBaHe,
MHTErPUPAHETO HA MEXaHM3MM 3a OHNalH o0byyeHue, W3NON3BAHETO Ha
benepatMBHo obyyeHWe 3a OTKPMBAHE, 3ana3Ballo MOBEPUTE/IHOCTTA, W

npunnaraHeTo Ha aHa/In3 Ha ronemn aaHHM B peasiHO Bpeme B Npon3BoaCTBEHU

cpean.
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Fnasa 2: MNpernepg Ha nntepatypaTa — Moaxoam 3a malwnMHHO obyyeHne (ML) n

AbnbokKo yyeHe (DL) 3a oTkpmBaHe Ha DDoS ataku

2.1 06w, npernen Ha kKMbepcurypHoctTa n DDoS aTakute

CnoXHocTTa Ha KubepsannaxuTe, 3ae4HO C HapacTBalWMA UM Mawab, ce e
yBennyuna npes nocnegHute nAajecet roAuHU nopagu TexXHONOrMyHuA
HanpeAbK W pasWMpABAWLOTO Ce WU3MO0JI3BaHE HA CBbp3aHU C WUHTepHeT
YCTPOWMCTBA, KAaKTO M pa3BumBalmuTe ce KnbepnpectbnHM metoan. DDoS aTakute
npeacTaBNABaT Cepuo3Ha paspywmtenHa kKubepaTaka, KOATO NPUUYMHABA

3Ha4YNTENHU d)MHaHCOBM M onepatnBHU WETN Ha OpraHn3aunun nNo Leana CBAT.

DDoS atakuTe moraTt aa 6baaTt KnacuduumpaHm B TP OCHOBHU KaTeEropmuun Bb3
OCHOBA Ha TEXHUTE METOA0/10MMM U O4AaKBAHOTO Bb34ENCTBUE, KAKTO € MOKa3aHo

Ha durypata no-gony (Knacnpumkauyma Ha DDoS aTakuTe):
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UDP Flood Attacks

w( ICMP (Ping) Floods
Volumetric Attacks

« DNS Amplification Attacks

Smurf Attacks

TCP SYN Floods
Protocol-Based Attacks Ping of Death

Teardrop Attack

DDoS Attacks

HTTP Flood Attacks

Application-Layer Attacks l Slowloris Attack
\ Bot-driven API Abuse

Multi-Vector Attacks

loT Botnets (Mirai, Torii, Reaper)
Recent Trends

Ransom DDoS (RDoS)

State-Sponsored DDoS Warfare

®ueypa 1: Knacugpukayua Ha DDoS amakume

CbBpeMeHHUTe 3aWUTHM MexaHu3MM TpsabBa Aa BHeApsABaT MHOMOMNAACTOBU
afanTMBHM noaxoau, Tt Kato DDOS aTakuTe NpoAbaxKasaTt Aa ce pa3BMBaT MNo

CNOXHOCT.

2.2 MawwuHHO obyyeHne n AbnbOKOo yyeHe B KUbepcurypHocTTa
TexHonornaTa Ha MaWMHHOTO 0by4yeHMe e OCHOBEH KOMMOHEHT 3a 3aliuTa Ha
MpEXUTe Ype3 OTKPUBAHE Ha MPOHUKBAHMA. Moaennte Ha MalWKNHHO obyyeHune

npeBwv3XoX4aT TPaAANUMUOHHUTE CUCTEMMU, 6a3MpaHM Ha CUTrHaATypu, 3all0OTO TE
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M3y4yaBaT Mmoae/in Ha aTakn OT UCTOPUYECKUN AaHHW, 38 Oa OTKPUBAT aHOMA/TINN B

peanHo Bpeme.

2.3 lNpeauwHu NpoyyBaHMA Ha OTKpmBaHeTo Ha DDoS atakn Ha NPUAOXKHO HUBO

Tabnnuyata no-gony (CpaBHeHMe Ha AuTepaTypHM 0630pu) npegoctaBa obLy,
npernen Ha Hal-CbBPeMEHHUTE MeToAM 3a OTKpuBaHe Ha DDoS atakum B loT,
codTyepHO AePUHUPAHM MPEXM U  UHTEAUTEHTHM Mpexu. TabnuuaTta
npegoctaBa obuw, npernes Ha M3CNe[0BATENICKMA MPUHOC, BKAOYUTESTHO
M3NON3BaHUTE METOAO/I0TUKN, MU3MNON3BaHUTE HAbOpPW OT AaHHM, MONYYEeHUTe
pe3ynTaTu, OrpaHUYeHnATa U NpeasioXKeHnATa 3a bbaewa paborta. [loknagute
CpaBHABAT Pas3/IMYHM NOAXOAMN 338 MALIMHHO oby4vyeHune (ML) n abnboKo yyeHe
(DL) 3a naeHTMdumumnpaHe Ha DDoS atakm n TexHuTe cnabocTu, BKAOYUTENTHO
3aBUCUMOCT OT AQHHW, U3YUCAUTENHA C/IOXKHOCT M cnocobHocT 3a paboTta B

peanHu cpeau.
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Tabauya 1 : CpasHeHue Ha aumepamypHuU o63opu

ABTop(u) U3cnepoBarten-cku MeToponorusa U3nonssaH KniouoBu KoHcTaTauum OrpaHuueHus
¢dokyc Habop OT AaHHM
Mauvaka u OTKpuBaHe Ha DDoS Mogen Ha JaHHu 33 Bucoka touHocTt ¢ ANN, Heobxogmma e
ap. (2021) aTakm B loT opKecTpauus, TpaduKa Ha loT SVM onTUMM3aLMA Ha
6a3mpaH Ha MaLIMHHO Knacudukatopa
obyuyeHune
Xamapuwe n | OTkpmBaHe Ha DDoS CpaBHeHuMe Ha mogenun| CumynmnpaH N360pbT Ha 3aBMcMMoOCT OT Habop
ap. (2023) aTakm B SDN 3a MaWKWHHO 0byyeHne| Habop ot DDoS XapaKTepPUCTUKK € OT OT AaHHMU
(RF, SVM, DT, XGBoost)| paHHuK pelasaw,o 3Ha4YeHme 3a
TOYHOCTTA
Haksu n gp. | OTkpueaHe Ha DDoS DCAE, MLP, XGBoost CICIDS2017, Pa3Hoo6pa3Hu epekTnBHU | OrpaHNYEHN TECTOBE B
(2024) aTaKW B UHTE/IUTEHTHU CICDDoS2019 MOZAENN HA MALLUNHHO peasiHu ycnoBsus
MPEXKMN obyyeHune
Mpagrkanatn | HTTP-6a3mparn DDOS | PasnnyHu pamkm 3a He e nocoyeHo EpeKTMBHM pamKM KaTo MNpeanssmKaTencrea
n ap. (2019) | ataku MaLINHHO 0byyeHune n HADEC n D-FACE npu MMUTUPAHETO Ha
AbNIOOKO yyeHe NUCTUHCKN HTTP
KaHbep u MHorocteneHHo XGBoost, LightGBM CICDDo0S2019 99,7% TO4YHOCT N3uncnntenHu
ap. (2022) MaLWWHHO 0byYeHune pa3xoam
3a DDoS ataku
Poseit u ap. | OTKpuBaHe Ha MLP mopgen CICIDS2017 99% TOYHOCT, HUCBK bpoit | OrpaHMyeH ob6xBaT Ha
(2019r.) MPEXKOBMU $animnBo NONOKUTENHN Habopa oT AaHHU
NPOHMKBaAHUA
Anawxab un DDoS aTaku B 061aKa Knacnoumkauma Ha ObnayHa cpesa dokyc BbpXY Ya3BumocTy,
ap. (2022) TUNOBETE aTaKU MKOHOMMYECKM OTKaA3 OT cneundmryHKM 3a obnaka

yctonumsocT (EDoS)




Kcne v gp. DDOS Ha NpUNOXKHO PeKypeHTHHU CICIDS2017 EdexkTnseH npu HTTP Bucoka nsumncnmtenHa
(2023) HMBO HEBPOHHWN MpPEXKM flood aTaku MOLLHOCT
lyHaBaH u HebanaHcupaHo SMOTE, ADASYN CICDDoS2019 MogobpeHa TOYHOCT Npwm Puckose ot
ap. (2023) obpaboTBaHe Ha ancbanaHc Ha KnacoseTe | npeobyyeHune
Habopw OT faHHK
MycTtada un O6y4yeHune 3a DDoS CobcTesatentu CICDD0S2019 MNopobpeHo oTKkpmBaHe Ha | Mpobnemu ¢
ap. (2023) aTaKu c BparkaebHa Luen| HeBPOHHU MPEKN HanpeAHaNnM aTaku 0bobuieHneTo
Axmep u ap. | OTkpmBaHe Ha DDoS MLP cpewy RF, SVM CICIDS2017 MLP HamansBsa ¢anwmeo B1CoOKO nsuuncautesiHo
(2023) aTaKn B MPEXMU NONOKUTESTHUTE TbpceHe
Pamona u Mopgenu Ha mawunHHO | RF, DT, nnHeiHa CICIDS2017 Random Forest c Hait- DT e no-gobbp B
ap. (2023) 06yyeHune 3a DDoS perpecua BMCOKa TOYHOCT peanHo Bpeme
3aprap u gp. | DDoS 3aWwmTHK MpoyyBaHe 6aba MpoaKTnBHa/peakTnBHa OrpaHunyeHa
(2013 r.) MeXaHM3MHU KaTeropusaums eMnNMpPUYHa Banmaauma
Ann un gp. ML/DL 3a SDN- XGBoost, LightGBM, SDN Habop ot CNN npeBb3xoxaa OrpaHunyeHun Bngose
(2023) 6asnpaHu DDoS atakn | CNN OaHHK apyrute aTaku, Npoy4yeHun
Ang)yxaHn | TeXHMKN 32 MALUMHHO MNop HabnoaeHne n CICIDS2017, XnbpuaHnTe moaenu ca TeXXKu usumcieHus
n ap. (2021) | obyyeHue B mpexkute | 6e3 HabnogeHue CICDDo0S2019 no-epeKTUBHU
lfao u ap. Knacuoukauyma Ha KNN, DT, LR, NB CICDD0S2019 LR, NB Halti-go6pa Pesyntaty,
(2023) DDoS aTakute npeumnsHocT cneumduyHmM 3a Habopa
OT AaHHU
Nnii v ap. DDoS npodunmpane Cratmuctnyecko JaHHu 3a yeb EdektmBeH 3a HTTP DDoS | OrpaHuyeHo noKkputme
(2011 r.) Ha NPUJIOXHO HUBO MpeXoBo Tpaduka Ha aTakuTte
npodunmpaHe
bxaio un ap. | OTKpuBaHe Ha DDoS B | Decision Tree, SVM SDN- loT Habop Bucoka cteneH Ha OrpaHunyeHa
(2023) SD- loT OT AaHHU OoTKpuBaHe B loT MaLabupyemoct
Jxown un Mopenu Ha mawunHHO | k-NN, DT, SVM, ANN MN360p Ha AHcamb10BOTO 06y4YeHue UsuncnmtenHu
Xapnbaby obyuyeHune B SDN XapaKTEPUCTUKN: | NoAobpABa TOYHOCTTA pasxoam
(2023) mRMR , NCA
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AnkaxtaHu n | MawuHHO SVM, CNN, aHanu3 Ha | NSL-KDD, AHanus Ha TeHaeHumuTe B | lNpeanssukatencTsa

Abayna obyyeHune/abn6OKO Habop OT AaHHM CICIDS2017, MaLNHHOTO obyyeHne npu eBONOLMATA HA

(2024) yyeHe 3a DDoS CICDD0S2019 CNpsAMO AbN6OKOTO yyeHe | HabopuTe OT AaHHU
Knacudukaums

17




Tabnunuata no-gony (CpaBHeHMe Ha Habopwu OT AaHHWM 33 OTKpuBaHe Ha DDoS
aTakn B M3CNeABaHMATA HA MALIMHHOTO O0byyeHWe U AbNOOKOTO Yy4yeHe)
npeaoctaBs 0606LWeHO cpaBHEHWE Ha NeT Habopa OT AaHHM, YeCTO M3NONA3BaHM
OT u3cnegoBaTenuTe 3a oTKpmBaHe Ha DDoS aTaku ypes meToau Ha MaLUIMHHO
obyyeHune n agbnboko yyeHe. Tabaunuata npeacrasa MHGopmaums 3a Habopa ot
AAHHW NO rogMHa Ha mu3gaBaHe, nNpubnusnteneH 6Gpon 3anucu, msgaTescka
MHCTUTYLUMA WU OpraHM3aumsa, BUAOBE BKIKOYEHW aTaKu, KNHOYOBU Benexkkn nam
KOHTEKCT Ha ynotpeba. OueHKaTa Ha NpPUroAHOCTTa 3a M3c/iedBaHe 3aBuUCK OT
TO3U cpaBHUTENEH dopMaT, KOMTO Nomara Aa ce onpenenn CbBMeCTMMOCTTa Ha
Habopa OT [AaHHM 33 pPas/IUYHM U3CNEA0BATENCKM HYXKAW, BKAOYUTENHO
AMNANa3oH Ha TMMa aTaKa, KOIMYEeCTBO AaHHU, CbBPEMEHHOCT U NPUNOXKMMOCT B

peanHuA CBAT.



Tabauya 2 : CpasHeHue Ha Habopu om OaHHU 3a omKpusaHe Ha DDoS amaku 8 u3zcaedsaHUsMa Ha MAWUHHOMO

obyyeHue u 0bs160Komo yyeHe

0 2,5 MWUANOHa

3a KnbepcurypHocT

DosS, Exploits, etc.

MUme Ha Habop foauHa 3anucu OpraHusaums Bupose ataku benexxku
OT AiaHHMU
CICIDS2017 2017 r. ~2 830743 KaHagcKkm MHCTUTYT 3a Brute Force FTP/SSH, DoS, DDoS, | 79 xapaKTepmucTUKM Ha
noToKa kmnbepcurypHoct (CIC) Heartbleed, Web Attack, NnoToKa; obxsatlua ~5 AHu
Infiltration, Botnet, Port Scan Tpaduk
CICDDo0S2019 2019r. 12 794 627 KaHagcKkm MHCTUTYT 3a PednektuseH n gupekteH DDoS: | banaHcupaH ¢ ~50%
3anuca knbepcurypHoct (CIC) NTP, DNS, LDAP, NetBIOS, SNMP, | aTaka/nobpokayecTseH;
SSDP, SYN, UDP, WebDDoS, TFTP, | ~6.3 GB
PortScan
NSL-KDD 2009r. MNpnbnnsutenH | YHmusepcuteT Ha Hio DOS, Probe, U2R, R2L Ocrapan, yecto
0125973 BpbH3YyMK KPUTUKYBAH 3a NNCA Ha
CbBPEMEHHU 3an1axu
UNSW-NB15 2015r. MpubnnsutenH | Asctpanuiickn ueHTbp | Fuzzers, Analysis, Backdoors, MoKe aa nuncea

AVNHAMMUKa Ha nocnegHnTe
3annaxu




2.4 CpaBHuUTeNeH npernen Ha UHAYCTPUAZTHUTE CUCTEMM 3a OTKpmBaHe Ha DDoS
aTaku

Bbvnpekn ye akageMUYHUTE M3CNenBaHMA Ca Cb34a/IM MHOMECTBO MOAENN 3a
MALWMNHHO obyvyeHne M AbNOOKO yvyeHe 33 OTKpmBaHe Ha DDoS aTtaku, cbuo
TO/NIKOBA Ba*HO € [a Ce OUEHM KakK Te3su noaxoau ce CpaBHABAT CbC
CbLLEeCTBYBaAWMTE CUCTEMU OT UHAYCTPUANEH Knac. TbproBCKM M pelleHns ¢
otBopeH Kog, Kato Cloudflare DdoS Protection, AWS Shield, Akamai Kona Site
Defender, Google Cloud Armor u Imperva Incapsula n3anonssat xmbpuaHu
APXMTEKTYPU 3a OTKPMBAHE, KOMBUHMpaLLM dunTpupaHe, 6asnMpaHo Ha NpaBuna,
OorpaHMYaBaHe Ha CKOPOCTTA M OTKPUBAHE Ha MOBEAEHYECKU aHOMANUU ype3
6a3n AaHHM CbC CUTHATYPU U aHANM3 Ha NOTOKA. MHCTPYMEHTU C OTBOPEH KOA,
Kato Snort, Suricata u ModSecurity no nogobeH HayMH pasyMTaT Ha
npeaBapuTenHo AePpUHUPaAHN CUTHATYPU U €BPUCTMKM, 33 Aa MaeHTUduumpat

obeMHn n NPOTOKOJ/IHN aTaKMN.

2.5 [NponycKu B CbLLECTBYBALLUTE U3CNeaBaHMA

Bbnpekn 3HaAUYMUTENHOTO pa3BUTME BCE OWEe CbLLEeCTBYBAT MHOMKECTBO BaXXHU
NPONycKM B M3cneABaHMATA B 06/1acTTa Ha M3MNON3BAHETO HA TEXHUKM 3a
MalMHHO obyyeHMe 3a OTKpuBaHe Ha Kubepsannaxu. B HacToawwmte
n3cneaBaHMs BCe OWE IMNCBAT HaAeXAHN Habopwu OT AaHHM OT peanHuA CBAT,
KOWTO MpPaBW/IHO Aa NPeAacTaBAT NMPOMEHSALLNA Ce XapaKTep Ha KubepaTakuTe.
NoBeyeTo HacTOAWM Habopu OT [AaHHU Ce CbCTOAT OT W3KYCTBEHU WU
ctapomogHu npumepu, BrawuntenHo NSL-KDD wn  CICIDS2017, kowuTo
OrpaHM4yaBaT YHMBEPCA/ZIHOTO MPUJIOXKEHME M ONepaTMBHATA CTOMHOCT Ha

moaenunte 3a OTKpuBaHe. CnoxHocTTa u pa3Hoo6pa3v1eTo Ha Tpacbm(a B peaHnA



CBAT HaABULWABAT BbB3IMOXHOCTUTE Ha HactoAwuTe Ha60pM OT [AOdHHMWU,

BrkAtountenHo UNSW-NB15, cnopes Moustafa & Slay.

Fnasa 3: MeTtogonorua — NpoektupaHe Ha ML/DL pamKa u npeasaputenHa
0bpaboTka Ha yeb norose

3.1 In3aiH Ha U3cneaBaHeTo

ToBa nscnegsaHe M3nNon3Ba eMnMpPUYHaA METOL010MMA Ha NPOEKTUPaHe, KOATO
KOMBWHMPA YCbBBbPLUEHCTBAHU TEXHMKU B MALUMHHOTO 0b6y4yeHne n aAbabOoKOTO
yyeHe 3a OoTKpuBaHe Ha DDoS aTaku Ha npunoxKHoO HMBO. CTpaTermara 3aBucKU
KAKTO OT TEOPETMYHM KOHLENUWUMK, TaKa U OT TEKYLWM onepaTMBHU npobremu B
KnbepcurypHoctTa. WM3cnepoBaTeNcKMAT AM3alH  M3MNOA3Ba  pPaMKaTa  Ha
MexxayuHAayCTPUaNHUA CTaHAapPTeH Npouec 3a U3BanYaHe Ha AaHHu (CRISP-DM),
KOATO 3amno4Ba ¢ pa3bupaHe Ha bB1U3Heca, nocneaBaHOo OT pa3bupaHe Ha AaHHUTE,
cnep TOBa NOArOTOBKa Ha AaHHUTE, Npean Aa ce NpemMuHe KbM MoaesinpaHe,

OLEHKa W HaKpan BHeapsBaHe.

3.2 N3rpaxaaHe Ha Habop OT AaHHW N aHANIN3 HA XapaKTEepPUCTUKM

KoHTponupaHa nabopatopHa KoHdurypauma xocteawe WordPress Ha Apache.
[Ba uHTepdenca no3sonaBaxa [0OPOKAYECTBEHU MHTEPHET 3aABKM, AOKATO
aTaKUTe ce reHepupaxa BbTPewHo. B npoabnkeHne Ha 48 vyaca baxa
pernctpupann 344 054 3anuca, ¢ =62,8% ataka n =37,2% pobpoKayecTBeH
TpadumK — B CbOTBETCTBUE C LenesuTe KamnaHmn. Ocem MHCTPYMeEHTa C OTBOPEH
Kop, Cb34aaoxa pasHoobpasHu L7 noseageHuna: GoldenEye , HULK, Raven-Storm,

Torshammer , CC-Attack, MHDDoS , DDoSX u Eagle Eye.

21



LianaTta AeMHOCT € B CbOTBETCTBUE C MHCTUTYLMOHAHATa NOJINTMUKA. 3anucBaHe
Ha M3NoN3BaH KOMOBWHMpaH dopmaTt Ha nor $palinoBe CbC CUHXPOHU3UPAHM

BpemeBU OTMETKN. He ca 3acerHaTtu cuctemu Ha TPpEeTUn CTpaHU.

3.3 AHanu3 Ha perucTpauroHHUTe dparaioBe 3a 40CTbN A0 Yeb cbpBbHPA

3anaseHu ca cegem noneta: IP agpec, BpemeBa MapKMPOBKa, pea Ha 3asBKaTa,
CTaTyc, pa3amep Ha OTroBopa, pedepeHT, NoTpebutenckn areHt. BpemeHHaTa
MNABbTHOCT, KOHUEHTpauuATa Ha KpPamHW TOYKM, aHOMa/MUTE B OTFOBOPUTE,
nainceawmte  pedepeHTM M noBTapAwMTe ce noTpebuTenckm areHTu
CUrHanu3MpaT 3a aBTOMATM3MpaHO noBeaeHue. [lpeKpaTaBaHeTo Ha HTTPS
OCTaBsA CeMaHTMKaTa Ha /lora HEenoKbTHaTa, KOEeTO MO3BONABAa €e[HaKBa

obpaboTka B HTTP BepcuuTe.

TeKcToBUTE NoJIeTa HOCAT ANCKPMMUMHALMOHHA cua 3a L7 aTaku. Mo To3M HauuH,
KaHanbT TOKeHM3Mpa 3anABKaTa, pedepepa M NOTPEOUTENCKMA areHT U

HOPMa/In3npa YNCNoBuUTE XapPakKTeEPUCTUKN 3a CbBMECTHO MOoade/InpaHe.

3.4 KaHan 3a npegBapuTtenHa o6paboTka Ha AaHHU

Jlnnceawmte CcToMHOCTM 3a ,pasmep” (3,8%) b6axa obacHeHM 4ype3 cpedHa
CTOMHOCT; nunceawmaT ,pedepeHT” (35,25%) - upe3 TokeHa ,HeussecteH
pedepeHT”. CTpatuPMuMpaHnTe pasaensHMA 3anas3mxa CbOTHOLIEHWATA Ha
eTnketuTe: 72% BnakK, 15% Tect, 13% Banmpaumsa. StandardScaler Hopmanusunpa
yncnosute noneta. EKcnnopaTopHUTe Kopenauuu npeanosiarat cUHa Bpb3Ka
MeXAyY pa3mepa Ha 3adBKaTa M OTFOBOpPA, HO KOAOBETE 33 CbCTOAHME OCTaBaT A0

ronAama crteneH opToroHaaHU, KOETO noanomara gonvaABawmnTe ce CUrHaau.
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3.5 CTpyKTyp#® Ha MoAenn 3a MallMHHO 0by4YeHue

Knacnueckn mopenu: Decision Tree, Random Forest, Naive Bayes, Logistic
Regression, SVM, k- NN. Obn6okn mogenn: ANN c Tpu ckputn cnos m LSTM ¢
Brpa*k4aHMA 33 TEKCT, KOHBOMOUMOHHWM ON0KOBE 3@ NOKANHM MOoAenn W
TEeMNopasaHU KAETKU 32 MOoAeNInpaHe Ha NocnenoBaTenHOCTU, NocnenBaHu OT

NAbTHA KNacuduKauma.

OnTuMM3aumATa M3N0M3BA TbPCEHE B MPEXKa 338 MALIMHHO obyyeHne n Adam ¢
PaHHO cnupaHe 3a AbA60KOo yuyeHe. [peTernsaHeTo Ha KnacoBeTe M OTNALAHETO
OT obyyeHMe ca Haco4yeHM KbM AucbanaHc M npeHapexkaaHe. MoKasaTtenu:
TOYHOCT, NPELN3HOCT, U3BMKAHOCT, F1, nogKpeneHn oT maTpuum Ha ob6bpKBaHe

N KPUBU Ha 0byueHue.

3.6 ObyuyeHuMe 1 oueHKa Ha mogena

durypata no-gony nokasea CcTbAbOBMAHA  Amarpama, CpaBHABALLA
NPOM3BOAMTENIHOCTTA Ha OCEM MOAeNa 3a MalWHHO oby4yeHune, M3NO0N3BANKMK
YyeTMpPU MoKasaTenn 3a oueHka: ToyHocT, lpeumsHocTt, lNpunomHAHe u F1-
oueHKa. Kakto e nokaszaHo, LSTM moaensbT nocTtura Han-BMCOKMUTE pe3ynTatu no
BCUYKM nNoOKasatenun, aokato Naive Bayes peructpupa Ham-HUCKaTa obuia

npon3BoaANTENHOCT.
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Accuracy
Precision
Recall

F1-Score

0.998
0.999
0.999

0.987

0.988
0.989
0.990
0.990
0.990
0.990

Score

o V__\\\\ g\N\ o 4&° . <«
o o

duzypa 2 : CpasHeHuUe Ha MpPou3sooumMesnHocCMmma Ha ocem mMmodesna 3a

MAWUHHO o6yquue

3.7 NpoBepKa 1 0606ueHne Ha moaena

Mogaenun, obyyeHn Bbpxy DDoS nor ¢arnose, 6axa M3N0N3BaHM NOBTOPHO 3a
KnacmpuumpaHe Ha Apyrv 3anaaxu Ha NpUIOXKHO HMBO, KaTo Hanpumep SQL
injection n XSS, 3anucaHn B nor ¢annosete 3a Aoctbn. LSTM 3anasmn BMUCOKa
TOYHOCT, [O0KAaTO K/aCMYeCcKUTe MOLEeNn Cce B/IOWWXA, PasKpPUBaMKK

cBpbXxagantupaHe KbM cneunduyHm 3a DDoS curHatypum.

durypata no-gony (CpaBHeHMe Ha NpPOU3BOAUTENHOCTTA Ha Mmoaena npwu
OTKpPWBaHe Ha APYrY BUA0BE aTaKM HA MPUIONKHO HUBO) NPeACcTaBA CPaBHUTENHA
BM3ya/M3auMAa Ha MOKasaTe/MTe 3a MNPOM3BOAMTENHOCT, KaTo TOYHOCT,
MpeunsHocT, MpunomHaHe 1 F1-oueHKa 33 ocem MoZena 3a MallMHHO obyyeHne

n AbnbOOKO yyeHe, oUueHEeHM BbPXY HAabOp OT AaHHU, CbAbPIKALL APYrM BuaoBe
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aTaKM Ha NPUNIOXKHO HMBO. padmKaTa NnogyepTaBa NPEBB3XOAHATA CNOCOOHOCT
33 obobuwasaHe Ha mogenute LSTM n SVM, AoKaTo TpaaAULMOHHUTE MOAENM,
Kato Decision Tree, Random Forest u1 ANN, He ycnaxa Aa unaeHTMduumpar
NpaBUAHO AO6POKAYECTBEHN M3BALKM, KOETO A0BeAe A0 Hy/JeBM pe3ynTaTu 3a

MNpeuwnsHocrT, NMpunomHaHe u F1-oueHKa.

Comparison of Model Performance on Application Layer Other Types of Attacks Detection
L0

Metric
B Accuracy
N Precision
0.8 { HEE Recall
I Fl-Score

Score {0 to 1)
I
[=1]
|

o
s
I

0.2 4

0.0 -

Model

®ueypa 3 : CpasHeHUE HA NPou3soouMenHoCMmma Ha Mo0es1a HA MPUMOHCHO

HUBO MpU OMKpUBaHe Ha Opyau 8udose amakxu

3.8 UHTepnpeTupyemocT Ha LSTM mopgena ¢ nomouwta Ha SHAP

OTKpnBaHeTo Ha DDOS aTaku Ha NPUNOXKHO HUBO B CbBPEMEHHUTE CUCTEMM 3a
KnbepcurypHoCcT Bce noBeye 3aBUCKM OT modenute 3a AbA60Ko yyeHe. LSTM
MOAENbT NOCTUIHA OTIMYHM Pe3yNTaTh B TOBA n3lcaegsaHe, Kato goctmrHa 99,0%
TOYHOCT Npu OoTKpuBaHe Ha DDoS ataku u 92,89% TOYHOCT NpM OTKPUBAHE Ha

APYrY BUOOBE aTaKkM Ha NPUIOXKHO HMBO, KaTo SQL injection u aTtaku upes Cross
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Site Scripting. Pe3yntatute noKka3BaT KOMKO Aobpe morat ga ce nNpeacrtaBsaT
nocnefoBaTesIHUTE MOAENN 33 Ab/IOOKO y4yeHe Npu aHAAN3 Ha PETUCTPALMOHHMU

¢dannose 3a goctbn A0 yeb cbpBbpA.

Moneto Ha 06ACHMMMA U3KYCTBEH MHTeNeKT (XAl) BbBeae HAKONKO meToda 3a
obsicCHEHME Ha MoAenu, 3a Aa paspeLln Nnpobaemute c MHTEPNPETUPYEMOCTTA, C

KOMTO ce cbNbCKBAT MoaennTe 3a AbN60KO yyeHe, BKAUYUTeNHO LSTM.

Mpunoxxkuxme SHAP Kbm Hawata obyyeHa LSTM mpeka upe3 KernelExplainer,
KOMTO e moZeiHo-arHocTuYeH SHAP BapuaHT, KOUTO MOXKe Aa Ce MPUNOKU KbM
BCEKM MOZE/ 33 MalWMHHO 0byyeHne, BKAOUMTENHO MOAENM 33 AbNOOKO yyeHe,

BHegpeHu B TensorFlow m Keras.

Ypes pobasaHe Ha MHTepnpeTupyemocT, 6asnpaHa Ha SHAP, KbM HallaTa pamKa
32 OTKpuBaHe Ha LSTM, HMe ycTaHOBABaMe BpPb3Ka MeXAay Npeum3HOCTTa Ha
MOZAENa M YOBELLKOTO pa3bupaHe. O6WHOCTTa NO CUIYPHOCT pa3BMBa NOBULLEHO

AoBepune ypes To3nm MmeToa, KOeTo Cblo Taka NO03BO/1ABA:

- AHann3 Ha nbpBoONpuUYMHaTa: [loaxoabT NO3BONABA Ha aHanAM3aTopuTe Aa
onpeaenat nNpUYnMHaTa 3a OTKPUBAHE HA aTadKa, KOATO CTOU 334 MapKuMpaHa

3aABKa.

- YCbBbpLUEHCTBaHE Ha XapakTepuctukmte: SHAP noKasBa KOM XapaKTepUCTUKMK
AO0NPUHACAT HAN-MHOTO 33 GANLINBO MNONOKUTENHN NN UCTUHCKU MONOXKUTENHU

pPe3yntaTtu, KOETO NomMmara 3a YCbBbPLUEHCTBAHE HA XapPaKTEPUCTUKUTE.

- OAMTMpyeMM KaHa/ N 3a peweHnA: MoaenbT npegocrasa oauUTUPYEMU KaHAIN
3a peweHnAa, KoUTo no3BonaABaT BaMgupaHe M OCnopBaHe 4pe3 BU3YyaJIHU

A0Ka3aTe/iCTBa.
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3.9 MeToA0N0rMYHO 3aKIK0YEHUEe

Pe3yntatuTe OT TOBa NPOYy4YBaHe CbBMNaAaT C NPeaULIHN N3caeaBaHMA, Tb KaTo
TOYHOCTTA HA OTKpuBaHe aoctura mexagy 98% mn 99% npu m3nonssaHe Ha
anroputmum LSTM, ANN n Random Forest. Pe3yntatute cboTBeTCTBAT Ha Hal-
BUCOKUTE HMBA HA NPOU3BOAUTENIHOCT HA MOAENNTE OT U3cneaBaHmATa Ha Xie et
al. (2023) n Ahmed et al. (2023). OCHOBHUMAT NPUHOC Ha TOBa M3CneABaHe ce
CbCTOM B M3MOA3BAHETO Ha CbBpemeHeH Habop oT gaHHW, 6a3npaH Ha peanHu
perucTpaumMoHHu ¢annose Ha yeb CcbpBbPU, KOUTO NpeacTaBa AEeUCTBUTEIHU

mMmoaenn Ha Tpa(bMK BMECTO CUHTETUYHUN NN OCTapPEN 6eH‘-IMapI-(OBe.

Pesyntatute B Ta611MLI,aTa no-A0/1y NOKa3BaT, Ye TPETUPAHETO Ha 3alfMCUTE B J10Ia
KaTo OTAENHU cbbutna B npeguwHn metTogm € Cb34a/10 pPa3/iMka B
npon3BoanUTENIHOCTTA, KaTo CblleBpeMeHHO AEMOHCTPUMPAa, e MEeTOOAUNTE, KOUTO
Ca HAaACHO C nocsegoBaTe/IHOCTTa, Ca XKU3HEHOBAXXHU 3a OTKPMBAHE HA aTaKM Ha

MPWUIOXKHO HUBO.

Tabauuya 3 : CpasHeHUe HO an20pUMMU 30 MAUWUHHO obyyeHue U 0bs160Ko

y4yeHe 8 npeduwHa paboma crnpamo HaCMOAWO MPoyY8aHe

Cratua (ABTop, M3nonssaH(u) anroputbm(mn) TouyHOCT, fOKNaABaHA B
fropuHa) TAXHOTO NpPOyYBaHe
l'yHaBaH u gp. DL (ADASYN, SMOTE) F1-pe3yntat = 0.9997
(2023)

Nnia C. v ap. (2011 | OTKpMBaHE Ha aHOMaAUu, 86,7% NpoueHT Ha

r. 6a3sunpaHo Ha PCA OTKpMBaHe
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Kcue b. v ap. EDRN (Mpexka c noBTapawm ce | ToyHocT = 99,6%
(2023) AAHHU C eKCNANLMTHA
NPOAB/IKUTENHOCT)
Bxano . n gp. NB, DT, SVM (B SDN- |oT) NB: 97,4%, SVM: 96,1%, DT:
(2023) 98,1%
Fao M. n gp. (2023) | KNN, DT, LR, NB LR: 99,9%, DT: 99,8%
Axmep C. n gp. MLP (abnboko yyeHe) 98,99%
(2023)[5]

28




[naBa 4: 3akntouyeHne — 0606LUEeHMe Ha pe3yaTaTUTe U 6baeLn HaCoOKM Ha

n3cneaBaHeETo

4.1 MpuHoCH
Onceptaumata npeactaBA KaKTO HAYYHO-NPUIOXKHU, TakKa WU MPaKTUYECKU
OPUEHTUPAHN MPUHOCU KbM MHTENUTEHTHATA KMOEepCUrypHOCT, CbYeTaBalKu

TEOPETUYHN MHOBALUWMUN C ONePATUBHO BHEOPABAHE.

Hay4yHu npuHocu:

e dopmynupaH e HOB METOA0N0TMYEH NoAxo4 3a OTKpmBaHe Ha DDoS aTaku
Ha NPUIOKHO HUBO, KOWTO 06eANHABA AbNOOKO yYeHe CbC CTPYKTYpUpaHa
npeaBaputenHa 06paboTka M UHKEHepCTBO Ha GYHKUMMK, cbobpaseHo ¢

yeb Tpaduka.

® l3cnegBaHeTo Cb3gaBa HOBM  aHAMTUYHM MeToAM W MpefocTaBs
NOTBbPXKAABAWM A0Ka3aTeNCTBA, Ye MOAEeNNTe, OByYEeHN BbPXY PeasiHu
pPerucTpaumMoHHn dainoBe Ha yeb CbpBbPU, NPEBBIXOXKAAT TeE3M,

n3non3Bawn CUHTETUYHU OaHHWN.

o CpaBHVITEJ'IHaTa OoueHKa Ha moaennte 3a MmallnMHHO O6V‘-I€HM€ n p,'bJ'I6OK0
ydyeHe U3ACHABA TEXHUTE CUZIHU CTPaAHUN, OrpaHUYEHNA U O606LLI,eHMe 3a

PasInNyYHUTE BNOOBE aTaKMU.

e WHTepnpetupyemoctTa, 6a3mpaHa Ha SHAP, BbBexxga obacHum Al chon,
KOMTO pa3KpuBa BAUAHMETO Ha XapPaKTEPUCTUKUTE BbPXy pesynTtatute oT

mMmozena, yBenmyaBalikm npo3pavyHocTTa U 40BepUueTo.

Hay4yHO-npaKTUyeckn NnpuHoOCKH:
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PaspaboTeHa M TecTBaHa € CMCTEMA C BMCOKA TOYHOCT 3a OTKPMBaHe Ha
HUCBbK MPOUEHT GanliMBO MONOMKUTENHU Pe3ynTaTU 3a MHTerpupaHe B

peanHun cpeagn 3a MOHUTOPUHT N pearnpaHe.

YHuBepcaneH ekcnepmmeHTaneH nNpoTOKON NoAAbpKa Bb3NPOU3BOANMO
obyyeHne n TecTBaHe 3a pa3/IMYHU KnacoBe aTaku (Hanp. SQL Injection,

XSS).

PeanunctmyeH Habop oT AaHHM, 6a3mMpaH Ha MHPPACTPYKTypaTa Ha peasnHu
CbpBbpM, NpenocTaBAs €TasloH 3a u3cneaBaHus U obydyeHue no

KnbepcurypHocrT.

MeTogonoruata ycTaHOBSiBA OCHOBa 3a 6baewym noaobpeHus,
BK/IIOYUTENIHO XUOPUAOHM apXUTEKTYpM 3a OTKPMBAHE, OHNANH U
depepaTMBHO ObyyYeHMEe W aHanM3M B pPeasiHO BPeme 3a afanTUBHMU

cucTeMu 3a KubepcurypHocrT.

4.2 OueHKa Ha xunoTesute

PGSVI'ITaTMTe OT n3CneaBaHETO NO3BOIABAT ANPEKTHA NPOBEPKA Ha XUMNMOTE3UTE,

npeacraBeHn BbB BbBEAEHUETO.

Nopxunotesa 1 — [lokasaHa: Moaenute, obyyeHn BbPXYy peanHu gaHHKU OT aor

dannoBe Ha yeb CbpBbP, NPEBB3IXOXKAAT TE3U, 0Oy4YEeHU BbPXY CUHTETUYHMU

Habopu OT AaHHM, NOTBbLPXKAABAMKW, Ye aBTEHTUUYHMAT TpadMK OCUrypsBa

npeBwvL3XoaAHO npeacraBAHe Ha nNoBeaeHUETo B peasiHnA CBAT U BOAM A0 NO-

HagexaHO OTKpuBaHe C NO-HUCKN HMBA Ha CI)aI'ILUI/IBO NONOXKUTENHUN PE3YNTATU.

CpaBHUTENIHUTE [OKasaTesicTBa ca NOKasaHuM B Tabnvua 6 (CpaBHeHMe Ha

aaropyutTMmm 3a MalWlMHHO o6yqume “n ,D,'bfl6OKO y4yeHe B npeguilHa pa60Ta
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CNPAMO HACTOALWO MNpPOy4YBaHE), KbAETO moaenute, obyyeHU BbPXYy peaneH
Habop OT gaHHM OT yeb cbpBbPHU Norose, pa3paboTeH B TOBa M3cneaBaHe, ca
NOCTUIHAAM MNO-BMCOKa ToyHOCT (LSTM = 99,0%) oT cpaBHMMM NpPOy4BaHMUS,
M3MNoN3BaLLUY CUHTETMYHM Habopwu oT gaHHKM KaTo CICIDS2017 wan CICDD0S2019
(0bukHOBeHO 94-97%). ToBa KONMYECTBEHO CpPaBHEHME MOTBbPXKAABaA, 4e
0by4yeHMeTo BbPXY aBTEHTUYEH TPadUK BOAMN A0 NPEBB3XOAHA HAAEXKAHOCT Ha
OTKpMBAHe M cnocobHocT 3a o0b6ob6uwaBaHe B CpaBHEHWE CbC CUHTETUYHMUTE

6eH‘-IMapKOBe 3a AaHHMW.

Moaxunortesa 2 — YactM4HO AoKasaHa: [locnepoBatenHmatr LSTM mopen
OEMOHCTPUpPA CWUAHA CnocobHOCT 33 MNpoBepKa MNpU  TeCcTBaHE BbPXY
AONMbAHUTENHN TUNOBE aTakun, KaTo SQL Injection n Cross-Site Scripting, KoeTo
noka3ega pAobpa reHepanusaums. TpaguUMOHHUTE MOAENN 33 MALIMHHO
obyyeHune obaye He noagabpPrKaT CPaBHUMA NPOMU3BOAUTENHOCT. Te3n pesyntatu
MOKA3BaT, Y€ reHepasmn3aumATa 3aBUCM OT cneunduyHmM 3a apxXMTEKTypaTa

CBOI\/'1CTBa, a He OT YHUBEPCa/ZIHO cnogeneHn XxapakKTepUCTNMKMN Ha moaena.

4.3 O606LeHMe 1 3aKkNo4YeHne

Pesyntatute B Tabanua 6 (CpaBHeHME Ha aNrOPUTMM 32 MalIMHHO 0by4yeHne U
AbNOOKO yyeHe B NpegumilHa paboTa cnpAMO HaACcTOALLO NPOy4YBaHE) NOKa3BaT, ye
Mmozennte, obyyeHu ¢ peanHu gaHHM oT nor ¢pannose Ha yeb cbpBbpPa, Ca Janu
no-gobpn  pe3yntaty NpuM  OTKPMBAHE U MNO-MajAKo  HenpaBWIHU
npeaynpeXKaeHua, OTKONKOTO mogenute, oby4yeHn CbC CUHTETUYHWU OAHHU OT
CICIDS2017 wn CICDD0S2019. EKkcnepuMmeHTanHUTE pe3ynTaTM MOKassaT, 4e
aBTEHTUYHMUTE JaHHM 33 TpaduKa CbAbPXKAT MNO-TOYHM MOAENN, KOUTO
CbOTBETCTBAT Ha gencteutenHnte DDoS aTakmM Ha NPUIOKHO HUBO B PeanHU

cueHapun. Mogenute, o6yquM C pea/iHn gaHHW, NOKa3BaT no-,cl,o6pa TOYHOCT Ha
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NporHo3mpaHe n 0606LeHMe HA TMNA aTaKa, OTKOJIKOTO MmoaennTte, obyyeHn cbe
CUHTETUYHW JAHHU, KOUTO C/TY»KaT F1aBHO 33 Le/INTe Ha NPOBEPKA U CPaBHUTENEH
aHanu3. MscnenBaHeTo NOTBbPKAABA OCHOBHWA N3C/1Ie40BATENCKN BbNPOC, KaTo
CblLLEBPEMEHHO YCTAHOBABA AO0OKa3aH MeToZ 3a NpeAcCToAluM M3cnenBaHuA B
obnactTa Ha NPOrHO3HaTa CUTYPHOCT, KOUTO KOMBMHMPA peanHn U CUHTETUYHU

M3TOYHULWM HaA OaHHMN.

4.4 [loBeaeHUe U OrpaHNYEeHnA Ha moaena

EKCnepmeHTanHUTEe [JaHHM MOKa3BaT, 4Ye Kakto LSTM, Taka wu SVM
KnacMpuKaTopuTe NOCTUrat BUCOKA TOYHOCT, HO U3C/ie40BaTeNnTe ca OTKPUAU
cneuMPuUYHN onepaTMBHU OrpaHMyYeHuA. HeBpoHHATa MperkoBa cucTema e
reHepupana cayy4yarmHu GanwmMBo MNONOKUTENHW pe3yaTaTu, KOUTO ca
U3rnexxgann peasncTmyHu, Ho ca JIMMNCBAZIM A0Ka3aTesICTBa OT MOZeNn Ha nor
AaHHU. MogenbT reHepupa GalinMBO MNONOXKUTE/HU PE3YNTATU YpEe3 BbTPELLHO
yCUNBaHe Ha MOAEe/IN Ha pefKu TOYKWM OT AaHHU U LIYMOBWU e/IeMeHTU, KOeTo
BOAW A0 YBEPEHW, HO HeNpaBUAHU KnacnduKkaumn. MNpenckasBaMAT XxapaKTep
Ha M3BOAa OT AbAOOKOTO yYyeHe BOAWU A0 TO3M TMM XaNtouMHaLUuMmM, 3al0To AaBa

pe3yntatn, KOUTO HeE Ca HAaMb/IHO AETEPMUHUCTUHHN.

MeToabT Ha ONOPHUTE BEKTOPU NoALbp)Kalle cTabunHa U BUCOKA TOYHOCT, HO
HerosmTe rpaHMLM Ha pelleHUA BbBeaoXa U3KPUBABAHMA B NpeacTaBAHETO Ha
OAHHUTE OT peanHua cBAT. PuKcMpaHuTe TpaHcPopmaumm Ha A[POTO,
n3nonssaHu ot SVM, cb3gasat onpocTeHn nNpeacTaBAHMA Ha NOBeAEHUETO Ha
yeb TpaduKa, KOUTO CbAbPMKAT CAOXKHU AWMHAMUYHW Mopenn. HeBpoHHaTa
MpeXa MocTura no-Aobpo KOHTEKCTyanHO MmogenupaHe ot SVM, Ho SVM

noaabprka no-a4obpa CTpyKTypHa CTabUAHOCT B pe3ynTaTuTe cu.
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[lBaTa mogena AeMOHCTPMPAT PasINYHM CUAHU U cnabu cTpaHu, 3awoTto SVM
NPeAoCTaBA HageXAHW CTPYKTYPHW pesynTtaTh, Aokato LSTM npocneassa
Mmogenun, 6asnpaHM Ha Bpeme, KaTo CbLEBPEMEHHO reHepupa MNOTEeHUMaNHU

MHTEPNPETAUNOHHU rpeLlKHN.

4.5 MpaKTnyeckn cbobparkeHna n pUCKoBe NpU BHEAPABAHETO

Bbvnpekn ye paspaboTeHMAT moaen NOCTUrHa BMCOKA TOYHOCT HA OTKPMBAHE B
KOHTPO/IMPaAHA €eKCnepuMMeHTasIHA cpeda, BHeApPABAHETO MYy B peasHu
NPOW3BOACTBEHN CUCTEMM M3UCKBA BHUMATENIHO OBMUCIAHE HA OnepaTUBHUTE
orpaHuyeHua u puckose. MogenbT paboTn C perncTtpayMoHHu ¢arnnose 3a
Aoctbn A0 yeb cbpBbpa, KOETO O3Ha4yaBa, Ye aHanm3mpa camo HTTP 3asaBKM,
KOUTO BeYye ca AOCTUTHAAM MPUIOXKHOTO HUBO WM ca Buam 3anmcaHu ot yeb
CbpBbpa c/ies NpemMMHaBaHe rnpes NepuMmeTbpHU 3aLUTU, KAaTO 3aLWMUTHU CTEHN,
CUCTEMM 32 OTKPUBAHE Ha NMPOHMKBAHUA, 3aWMUTHU CTEHU 3a Yyeb NpuaoKeHus
(WAF), dnntpu 3a mapLupyTmsnpaHe n obnavyHmn ycayrm 3a CMeK4aBaHe Ha pUCKa.
CnepoBaTtenHo, TOM AoNb/ABa, @ He 3aMeCTBa CbLLECTBYBALLUTE MEXaHU3MM 33
3alLMTa HA MPEXKOBOTO HMBO. TbM KATO 3aBUCKM OT TpaduK, KOUTO Beye e
NPOHMKHAA Npe3 NbpBOHAYa/NHWUTE 3aLWUTU, MOLENBT € 0cobeHO LeHeH 3a
oTKpuBaHe Ha DDoS aTaku Ha NPUNOXKHO HMBO (L7), KOUTO UMUTUPAT NETUTUMHO

I'IOTpe6I/ITeJ'ICKO nosengeHne n 4ecto 3a06uKanAart KOHBEHUWNOHA/NTHUTE CNCTEMMN.

Habop®bT OT AaHHK, N3MOA3BAH 32 06yYeHWe Ha MoAena, € U3rpaseH oT peasneH
AobpoKayecTBeH TpaduK, reHepupaH OT CTOTUUM NIETUTUMHKU NoTpedbuTenu, u
3/10HamepeH TpaduK, reHepupaH oT ocem Aobpe No3HaTU MHCTPYMEHTa 3a aTaKa,
KOETO rapaHTMpa peannucTMiHM NoBeaeHYEeCKM MOAENN M HMBA Ha WyM. Bbnpeku
TOBa NbAHOMAWAOHOTO BHeapsABaHe B KOPNoOpaTUMBHWU Ccpeau BbBeXaa

AONMbAHUTENTHU PUCKOBE, KATO HAaNpPUMepP NpPoOMeH/TMBOCT BbB (I)OpN\aTI/ITe Ha nor
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dannosete, pPasNnKM B MHOPACTPYKTypaTa M M3YUCAUTENHM pPasxogu npwu
o0bpaboTKka B peanHo Bpeme. bbaelo paswmnpeHne Ha Ta3m paboTa mMoXKe Aa
BK/IlOYBA TECTBAaHE HAa MOAEeNa B CMMy/AMPAHA MAN XMOBpPUAHA KOPNopaTUBHA
MHPPACTPYKTYPa, UHTErPUPAHETO MYy C MOTOUM OT nor ¢pannoBe Ha KUBO WU
OULEeHKAa Ha Mawabupyemoctra, /aTEHTHOCTTA M  CbBMECTUMOCTTA C
KopnopaTtusHaTta SIEM cuctema. nunm SOC pamkun. TakoBa TecTBaHe 61 ocUrypuio
no-acHo pas3bupaHe Ha npeau3BMKATE/ICTBAaTA Mpen MHTerpaunAata u 6u

Haco4yunno pa3pa60TBaHeTo Ha rotoBun 3a NPon3BOACTBO peain3aLllnin.

4.6 TeXHNYEeCKN U3UCKBAHMA 32 UHTErpmpaHe Ha Mmoaena

Pa3paboTeHNAT moaen 3a OTKPUBAHE € MPOEKTMPAH A3 MOXKe Aa Ce BHeapABa Ha
CTaHA4APTEH XapAyep OT CbpBbPEH KAaC M He WU3MCKBA ChneumanmnsmpaHa
MHPPACTPYKTypa. B eKcnepmmeHTanHata KoHpurypauma, onmcaHa B nasa 3,
BCMYKKM CTbMKKU Ha obyyeHMe M oueHKa 6sxa M3nb/IHEHM Ha paboTHaA cTaHUMA,
obopypaBaHa c npouecop Intel Core i7 n 16 GB RAM, paboTtewa nog Windows 10
n Apache HTTP Server 2.4.59. Tasu KOHOUrypauma MOXKe Aa Cce cyuTa 3a
NPaKTUYeCKa A0/IHA rPaHMLUA 33 NbJHO 0byyeHMe Ha MOogena U NakeTHa OLEHKa
BbpXy Habopu OT AaHHM C pa3mepa, U3noa3BaH B Ta3m gucepTtaums (=344 000

3anuca B siora).

3a MHTErpauna B NponsBoACTBEHU Cpean Cce npenopvyBat cneagHnTe MMHUMaIHN

XapayepHu u copTyepHu napameTpu:

Xapayep (o6byueHue n nepmoaunuHa npekBannpuKkaumsa):

e MHorosgpeH npouecop (24 ¢usnueckn agpa, Hanpumep Intel Core i7 nnu

eKBmBaneHT Ha AMD).
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e RAM namet: noHe 16 GB, 33 fga ce noAaAbpra 3aperkAaHeTo Ha
npeasaputenHo obpaboteHms Habop OT AaHHWM OT sora, CTPYKTypuTe 3a

TOKEHU3aUHMA U NapaMETPUTE Ha MOJE/N1A B NMNaMETTA 6e3 pa3mAaHa.

® CbxpaHeHue: 2100 GB cBoH60AHO AMCKOBO MPOCTPAHCTBO 3@ CbXPAHEHMeE
Ha CYypOBW pPerucTpauuoHHu dannose 3a AOCTbM, NpenBapuUTENHO
obpaboTeHu CSV pannoBe, KOHTPOJIHM TOYKM HA MOAENU U PE3YyNTaTh OT

SHAP aHanus.

e Cneunanusmpat rpaduyeH npouecop (Hanp. NVIDIA KapTa c 26 GB VRAM)
e No mn3bop, HO e noseseH 3a MNo-6bpP30 NpeobyyeHne Ha MNo-ronemu

Habopu OT AaHHW UK Pa3LLIMPEHN TbPCEHMA HA XMNepnapameTpu .
Xapayep (3aknoueHue / BHegpaBaHe):
e MHorosgpeH npouecop (24 agpa) n 8-16 GB RAM ca gocTtaTbyHM 3a

U3Nb/IHEHNE Ha O6y‘-IeHl/1FI MoAeN B NaKeTeEH peXnm nanm pexxmm rnoyTn B

peanHo Bpeme BbPXy BXOAALWM PErncTpaunoHHm dannose 3a 4OCTbN.

® He e cTtporo Heobxoamm rpadumyeH npouecop 3a M3BOA NPU TUMUYHM
obemn Ha yeb TpaduK; YyCKOpPEHMETO Ha rpaPuyHMA Npouecop cTaBa
peneBaHTHO CamMoO 33 MHOMO0 BMCOKW HMBA Ha TPadWK UAN MHOMKECTBO

BHeApABaHUA.
Codryep:

e OnepaunoHHa cucrema: Windows 10/11 wam cKopowHa Linux

anctpmbyuna (Hanp. Ubuntu Server LTS).
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® Yeb cbpBbp: Apache HTTP Server 2.4.59 (Mnn cbBMmecTMMm), KOHOUTYpUpPaH
Aa reHepupa KOMOWHMpPAHW pernctpaumoHHu dainose 3a A0CTbN B

ctabunen popmar.

® [lporpamHa cpega: Python 3.9+ cbc chegHUTe OCHOBHU BUBANOTEKN:
o TensorFlow / Keras (3a usanbvnHeHune Ha LSTM 1 ConvlD moaenm)
o scikit-learn (3a npeaBaputenHa 06paboTKa, pasgensaHe u OLLEHKa Ha

nokasartesnu),

4.7 NKoHoOMMYecKa ePpeKTUBHOCT U OLLeHKA Ha pa3xoauTe

TbprosckuTe ycayrm 3a 3awmta ot DDoS atakm kato AWS Shield Advanced,
Cloudflare, Google Cloud Armor 1 Akamai Kona 06MKHOBEHO HaYNCNABAT BUCOKM
NOBTapALWM ce Takecu — oT okono 200 ao 5000 watcku gonapa Ha mecel, (camo
AWS Shield Advanced ctpyBa npubausmtenHo 3000 gonapa NAtOC TaKcuTe 3a

npesoa,).

3a pasnMKa OT TOBA, NPEeANIOKEHUAT B AUCEPTALMATA MOLEN 3 UHTENIUTeHTHA
3allKMTa U3MCKBA CaMO eHOKPaTHM pa3xoam 3a xapayep ot 2000 gonapa (= 33
A0Napa Ha mecel, aMopTU3NpaHKM 3a 5 rogmHn) u nsnonsea nsuano codptyep c

OTBOpPEH KOoA.

Ta3n nokanHo BHeApeHa cuctema, 6asmpaHa Ha U3KYCTBEH MHTENEeKT, bu morna
Aa cnectn ot 2000 go 35 000 gonapa roguLIHO B CpaBHEHMeE C aiTePHAaTUBUTE Ha
nasapa, KaTo CblLLeBPEeMEHHO 3ana3u NOBEPUTENIHOCTTA HA AQHHMUTE, Hamaau
3aBUCMMOCTTA OT BbHLUHM A0CTaBYMLUM U NoA06pM Npo3paYHOCTTa Ype3 0H6ACHUM

N3KycTBeH MHTeneKT (SHAP).
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Ton e ocobeHO noaxopAw, 3a CpeagHW OpraHM3auMuM U aKageMWUYHU WU

n3cnegoBatenCkmM UHCTUTYUUU C OrpaHn4YeH 6l0ﬂ,)+(eT.

4.8 bbaeuwa paboTa

N3cnepBaHeTo NpeacTaBA OCHOBHA pamMKa 3a OTKpuBaHe Ha DDoS aTaku Ha
NPUNOXHO HWBO, M3MNOA3BAKM MOAENM 33 MALIMHHO 0byyeHMe U AbAOOKO
yyeHe, obyyeHn BbBPXY peanuctuyHm yeb nor ¢damnose, n mnaeHTUGUUMPA

HAKOJIKO 6'b,£|,€LLI,M HAaCOKHM Ha n3cnegBaHe:

1. XubpnaHu obyunTenHn apxmtekTypu: KombuHupante nogxoamn, 6asmpaHmn Ha
npasuna, U noaxoaun, 6asmpaHn Ha aHOMaAUK, UK TPyNMpanTe meToamn, 3a Aa
OTKpMBATE KaKTO M3BECTHU, TaKa U zero-day aTaku, nogobpaBaiiku TOYHOCTTA U

MHTEPNPETUPYEMOCTTA.

2. OHNalH 1 noeTanHo obyyeHue: N3non3BaiTe aganTMBHO 0byyeHMe B peasHo
BpeMmMe, 3a [1a Ce CNpaBUTe C NPOMEHALLUTE Ce MOENIM HA aTaka U OTKNOHEHUETO

Ha KoHUenuuuTe.

3. WIHTerpaums Ha ronemm OaHHM B peanHo Bpeme: MHTerpupante mMalnHHO
0by4yeHne/abnboKOo yyeHe ¢ MHCTPYMEHTH 3a roiemun gaHHu Kato Apache Spark

nnn Flink 3a mawwabrpyemo oTKpMBaHe B KOPNOPaTUBHU CpeaMu.

4. depepupaHo M 3anasBalo MNoOBepuTeNHoCTTa obydyeHue: WM3nonssauTe
denepanHo obyyeHue, 3a Aa ce AaZe Bb3MOXKHOCT 332 CbBMECTHO 0by4YeHue Ha

moaenu 6es cnoaenAaHe Ha cyposu gaHHW.

5. YCTOMYMBOCT Ha CbCTe3aHUA: Pa3pa60TBaHe Ha 3alWNUTHU MEXaHU3MU KaTo
o6yqume Ha CbCTE€3aHUA, ﬂ,e¢aH3MBHa Aectnunauymna n reHepatuBHU moaenn 3a

ﬂpOTMBO,ﬂ,EVICTBMe Ha TaKTUKKUTe 3a nsbareaHe.
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6. MynTMumoganeH u mexaycnoeH aHanms: ObeanHaBaHe Ha AaHHW OT Pa3IUYHMU
mpexosu cnoese (DNS, API, nor daiinose), nanonssaiikm moaenu, 6asmpaHm Ha

BHMMaHWMeE, 3a no-6orata MH(I)OpN\aLI,MFI 3a 3alfjiaxuTe.

7. CpaBHMTEIIeH dHa/n3 C AaHHW OT peaZHNA CBAT. Cb3paBaHe Ha pa3suBallu ce
Ha60pM OT AadHHW C OTBOPEH KOA OT pea/iIHn KoprnopatunBHuU cpeaun, 3a Aa ce

nopobpu obobuwaemoctta Ha moaena.

8. PaswupsnsaHe kbMm |loT cpean: AganTupaHe Ha paMKUTe 3a OTKpUBaHe KbM loT
Tpaduka W NEKUTe nNPOTOKOAM Ype3 MNepcoHaNM3MPaHO U3B/IMYAHE Ha

XapPaKTEPUCTMKU U NpeobyyeHme.
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