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1. AKTyaJjHOCT Ha npodJema.

Ha ceramnus eram ocCUTypsiBaHETO Ha KHOEP3alIUTEHOCTTAa Ha pa3IUYHU
MHPOPMAIIMOHHM M KOMYHUKALIMOHHM CHUCTEMH € OT IIbPBOCTEIIEHHO 3HAYCHHE
OpeaBU I HapacTBalus Opol M CIOXKHOCT Ha MPOBEXIaHU KuOeparaku. EnHu ot
TPYAHUTE 3a OTKPUBAHE, aHAJIN3 W MPOTUBOAEUCTBHE ca arakute or thna DDoS,
KOMTO ca 00EKT Ha M3CIIE[IBaHE B JUCEPTALIMOHHUS TPYA.

bescnopno u3non3eanero Ha machine learning (ML) and deep learning (DL)
models Ou criomornano 3a OBP30TO W TperU3HO OoTKpuBaHe Ha DDoS araku u
NOCJIEBAIO IPOTUBOACHCTBME. B Tasum Bpb3Ka cuuTaM, Y€ H3CICABAHETO Ha
Bb3MOXXHOCTUTE 3a M3IOJ3BaHE U Ch3JaBaHE Ha MOJXOJM 3a U3MOJI3BaHe HAa machine
learning (ML) and deep learning (DL) models 3a ananu3 u otkpuBane Ha DDoS araku
€ aKTyaJIHO U IUCEPTAOUIIHO.

2. O0ma oeHKAa HA CHhAbPKAHUETO HA INCEPTANNOHHUS TPYI.

[IpenocraBeHUST MU TUCEPTAITMOHEH TPY/ € B 0011 00eM oT 118 cTpanuru. B
HAyYaJo0TO ca JaJeHHU CHUCHLU Ha M3IMOJI3BAHUTE ChKpalleHUs, GUrypu U Tabauiu B
JUCEPTALMOHHUS TPYH. B Kpast Ha [ucepTauMoOHHMS TPY/ Ca MPEACTABEHU CIIHCHK C
HampaBeHW MMyOJMKAalMM 1O TeMara, CHHChK Ha W3MOJ3BaHATa JHUTEpaTypa,

IMPHUIIOKCHMA N ACKIJIapalrs 3a OPUTMHAJIHOCT.



OcHoBHAaTa 4acT OT JUCEPTALMOHHMS TPy € OPraHU3UpaHa B IMOCIEA0BATEIHA
U JIOTUYHA TOpENMIa OT YETHPHU IJIaBH, BCAKA OT KOUTO IMOCTENEHHO pa3BUBA U
Ipe/ICTaBsl MHTEJIUTeHTHA cUcTeMa 3a oTkpuBaHe Ha DDoS aTtaku Ha MpUII0’)KHO HUBO,
U3MOI3BaKN TEXHUKH 332 MaIlIMHHO o0yueHue u abji00ko ooyuenue. [logpendara na
IJIaBUTE JOTUYHO MPEMUHABA OT OCHOBUTE HA M3CJIEIBAHETO A0 KPAMHHUTE PE3yJITaTh
U 3akimodeHnero. [lpeanoskeHu ca HacokM 3a ObACIIM M3CIeNBaHUA U paboTa B
oOnacrra.

B nbpBa m1aBa ce 000CHOBaBa aKTyalTHOCTTa Ha TeMara U He0OXOIUMOCTTa OT
netainHo ananmusupane Ha DDoS araku. [laparpad 1.3 yrounsBa uenta u 3agaqyure
Ha M3ciellBaHeTo B nucepranusta. Cropen MeH Te ca MpaBWIHO (HOPMYIHUpPAHU U
OTTrOBapsT HAa TeMara Ha AUcepTaluuoHHUs Tpyd. B maparpad 1.5 e nedunupana
KOPEKTHO OCHOBHATA XUIIOTE3a B pabd0oTaTa, KOATO € KOHKPETU3UPAHA C YTOUHSABAIIU
2 noaxumnote3u. [Joka3zBaHeTO Ha XUNoTe3ara OU MOTBBPAWIIO, Y€ U3MOJI3BAHETO HA
YCHBBPIICHCTBAHU TEXHUKH 32 OOy4YeHHE C aBTEHTUYHU M3TOYHHUIIM HA JIaHHU IIIE
noo0pu criocobHocTutTe 3a oTKpuBaHe Ha DDoS araku u 11e mo3Boian Ha MOJIETTUTE
Jla OTKpUBAT Pa3IN4HU yeO-0a3upaHu 3ariaxu.

BbB BrOpa mm1aBa ca MpEnCTABEHHU ChIIECTBYBALIUTE HAYYHU U3CIEABAHUS 32
DDoS arakute u HM3MNO0A3BAHETO HA M3KYCTBEH HMHTEJIEKT 32 TSIXHOTO OTKPUBAHE.
CrpuiecTByBalIUTe NOAXOIU Ca KPUTUYHO OLIEHEHH KaTo ca MOCOYEHU MPOITYCKUTE B
U3CIIeABAHUATA, CBbP3aHU C JIMIICaTa Ha PeaHu JaHHU U MpeKalieHaTta 0000IeHOCT
Ha MTO3HATUTE MOJIETIH.

B Tpera maBa mompoOHO € mMpeACTaBeH HayMHA 3a TOydaBaHEe Ha
€KCIIEPUMEHTAJTHUTE JaHHU Ype3 KOMOMHHPAHETO Ha JIETUTUMEH HOpMajeH Tpaduk
M araku OT oceM pas3nmuyHu codryepa 3a DDOS araku. AHanusupaHu ca
npotokonHuTe (aitnoBe or Apache web cwpBbp. IIpencraBenu ca cTpykrypara Ha
Pa3IMYHU MOZEIIN 32 MAalTUHHO 00y4YeHHe U JbJI00Ko oOyueHne karo Random Forest,
Support Vector Machine, Artificial Neural Networks, and Long Short-Term Memory
networks.

B yeTBbpTa M1aBa ca 000011EHN OTYYEHUTE PE3YATATH, TOCOUYEHHU Ca HAYyYHO-
MPUIOKHUTE W MPUIIOKHUTE MPUHOCH U Ca MPEJIOKEHU OBJICIIN HaIllpaBlIeHUs Ha

M3CJICJIBAHE U MPOb/DKAaBaHE HA paboTara.



B 000061menue Oux mocoym, 4e AUCEPTALUOHHUAT TPYH € J00pe opopMeH U
CTPYKTYpUpaH W JIOTHYECKH M3AbpKaH OT UACHTU(GHUIMpAHETO Ha mpoliema 10
MOJIyYaBaHETO Ha MPUJIOKHU PE3YNITATH.

3. HayyHu 1 HAyYHO-NIPWJIOKHM NIPUHOCH HA JUCEPTANMOHHUSA TPYI.

B yerBbpTa m1aBa JOKTOPaHTHT € GOpMYIHpa aBTOPOBUTE CU MPETCHIINU 32
npuHocH. ChIIUTE MPUEMaM BbB BUJIA:

[IpuHOCH C HAyYHO-IIPUIIOKEH XapaKTep:

- Ch3IAJECH € MOAXOJ 3a OTKpuBaHe Ha DDoS araku Ha NPUIIOKHO HHUBO C
U3IMOJI3BaHEe Ha JBJIOOKO OOydYeHHE 4pe3 JaHHU OT pPEaJHH ChPBBPHHU JIOTOBE,
IIPUTOJICH 3a aHaJu3 Ha yeO Tpaduk;

- a”Hanu3upana € edpekruBHoctra HAa ML u DL Moxpenute 3a OTKpuBaHE Ha
DDoS araku Ha TpPWIOKHO HHUBO Bb3 OCHOBA HAa PEAJHM JAHHU OT ChPBBPHU
MIPOTOKOJIHU (paiiiioBe;

- 6aszupan Ha SHAP ananus e cwp3gagen Al cnoii, ype3 KOHUTO ce mocTurar 1o
OPELU3HN pe3ylTatd npu oTkpuBaHeTo Ha DDoS araku. Ceomsar Moxe na ce
U3II0JI3Ba U 3a OTKpUBaHE U Ha JApyru Buaose araku kato SQL Injection, Cross-Site
Scripting).

[IprHOCH C IPHUIIOKEH XapaKTep:

- pazpaboTeHa e cucteMa 3a oTkpuBane Ha DDoS artaku, kosiTo Moxke 1a Obje
WHTETPUpPaHa B PEAJTHU CPEAU 32 MOHUTOPUHT U TPOTUBOJCHCTBUE, OTIMYABAILIA CE C
HUCBHK MIPOIICHT Ha (DAJIIITUBU MOJIOKUTEIIHN CPaOOTBAHNUS;

- Ch3JaJICH € pealrCcTUUYeH Habop OT JaHHM Ype3 pa3IuyHu coPTyepH 3a aTakH,
MO3BOJIsIBAILL OBb/ACIIN U3CIIEABAHUS U O0yUEHUE;

- IpEJCTaBeHa € cpela 3a oOydyeHHE W BaJUAMpPaHE HAa MOJEIM 3a KuoOep-
CUTYPHOCT Bb3 OCHOBA Ha PEAJTMCTUYHHU HAOOPH OT JIaHHHU.

Cuuram, 4e eqHa 4acT OT MPUHOCUTE HA JUCEPTALMOHHUS TPYA ca OT THUII
oborarsiBaHe ¥ MOTBbPIKIaBaHE HA CHIECCTBYBAIM 3HAHUS, a [pyra 4acT ca OT THUIl

IMPHUJIOKCHNEC HAa HAYYHH ITOCTHUXKCHUS B IIPAKTHUKATA.

4. OneHka HA MYOJIMKANMHUTE 10 JUCEPTANMUATA.
ITocouenu ca 6 myOnuKanyuy, KOWTO Ca IyOJWKYBaHU B Pa3IUYHH
crienuanu3vpany u3aanusd. CuuraM, 4e ChIIUTE ca MO TeMaTa Ha JUCEPTALIMOHHUS

Tpya. C Te3u 6 myOnukanuu ce MoKpuBaT U3MckBaHusaTa Ha [IpaBunHuK 3a mpuiiarane



Ha 3akoHa 3a pa3BUTHE HA aKaJeMUYHHUsS CbcTaB B PemyOnmka bbarapus 3a
U3MCKyeMHsi MUHUMAaJsieH Opoit oT 30 TOUKH 1o Tpymna KpUuTepuu ,,I* 3a mpuchkIaHe
Ha OHC ,nokrop“ B mpodecroHanHo HampariaeHue 4.6 ,Mudopmaruka u
KOMITIOTBPHU HAyKH ‘.

5. CtaHoBHMIIIE OTHOCHO HAJTMYHETO HA MJIATHATCTBO

B kpas na paborara e npunoxena ,,Declaration of Originality* or aBTopa Ha
aucepraimonnus Tpyn Ali Sabra. Ha Tta3m 0a3a, kakTo M Ha ¢akra, 4ye He ca
NoJly4aBaHW CUTHAJIM 3a IUIarMarcTBO, CUMTaM, Y€ B HacTosIlara padora HsIMma
IUIAraTCTBO M HSIMaM ChbMHEHUS 32 HAJIMYUE HAa HEETUYHU aBTOPCKU MPAKTUKU.

6. Kputuunu 0ej1esKKM U NPenopbKu.

HampaBeHute oT MeH KpUTHYHM O€JEXKKUM MO BpPEME Ha IpeaBapuTeIHara
3aIlliTa ca OTCTPAHCHH.

[IpenoppuBaM poAbIKABAaHE HA M3CIEABAHUATA U MEPUOJUYHO OOHOBSIBAHE
Ha Habopa OT EKCHEpUMEHTAJIHM JIaHHU 3a OOydeHHUE C U3MOJI3BAHETO Ha
HOBOpa3pabOTeHH coTyepu 3a arakd. B JombIHEHHE, OCUTYpSBaHETO Ha
Bb3MOXKHOCTTA 3a arakyBaHe Ha web chpBbpa OT jJaboparopHara cpena B naparpad
3.2.2 He camo OT BHpTyajlHaTa cpeaa, Ho U oT myonuynu [P agpecu, 6u HampaBuiio
Ha0opa OT JaHHU HAI'bJIHO PEATTMCTHYEH.

8. 3akiouenue

Cunram, ye IpeACTaBEHUAT MU TUCEPTALIMOHEH TPY/ € Ha 100pO0 aKaJeMUYHO
HUBO. V310XEHHETO € METOAMYHO U Jiorudecko obOocHoBaHo. IlocTurnatu ca
KOHKPETHH pe3ynTaTy. JJoKTOpaHThT yMee Ja aHaJin3upa U 00o011aBa NOCTUTHATUTE
pe3yaTaTy 1 uMa HeoOXouMaTa HayqHO TEOpEeTUYHA U CleluaiHa noaroroska. Toea
MU J1aBaT OCHOBAHME Ja 1aM MOJI0KUTEIHA OIIEHKA Ha MPEACTaBEeHUs TUCEPTAMOHEH
TpyA W Aa npennoxka Ha Haywynoro xypu na mpuchaun Ha Anm Moxaman Cabpa
oOpa3oBaTeiiHaTa W Hay4YHa CTEIeH ,,;JOKTOp™ 1o mpodecruoHanHo HarpapieHue 4.6
,2AHDopMaTiKa W KOMITIOTBPHU HAYKH'“, MOKTOpPCKa mporpama ,,JIHpopMarmoHHu

CUCTEMU U TEXHOJIOTHH, UHPOPMATHKA ¥ KOMITIOTHPHU HAyKH .
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