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1. O01m cBeleHUd 32 MPOLEAYPATA U NPeACTABEHUTE MAaTEePHUATIH

Amu Cabpa e 3auucieH 3a JOKTOPAaHT Ha CaMOCTOSATENHA IMOJTrOTOBKA KbM
karenpa ,,KommoTbpHu Hayku' che 3amnoBen Ha Pektopa Ha BCY ,U. Xpabwvp”
Ne15/18.01.2021 r. 3a Hay4YeH PBKOBOIMTEN € ompeiciieH npod. a-p 3maTorop
MuHueB.

JIOKTOPaHTHT € MOJO0KUIT YCIEUTHO U3MUTUTE M0 CIIEHUAIIHOCTTA, IPEBUICHU
B WHJIUBUAYAJHUS Yy4eOeH IUIaH, KaKTO W HU3MHUT IO AHTJIMHCKH e3uK. Toh e

OTYHCIICH C TPaBO Ha 3amuTa ChC 3amoBeq Ha Pekropa Ha Ha BCY ,U. Xpadwp”
Ne100/21.02.2024 r.

2. OO0ma xapakTepucTHKA M AKTYAJTHOCT HA TMCEPTAIUOHHUSA TPY/
JHucepranmonnusat tpya Ha Ali Sabra e ¢ 06mr o6em 118 crpanuiin, CheTon
ce OT BbBEACHHE, M3JI0KCHUE B YETHPH TJIaBH, 3aKIFOUEHUE, CITUCHK C M3TMOI3BaHU
cbKpatienus, 23 ¢urypu, 6 Tabnuuu. M3non3panara 6udauorpadus Bkiousa 77
JUTEepaTypHU U3TOYHHUKA. TpyabT € mpodecuoHaIHO CTPYKTYPUPaH, C sICHA JIOTHKA,
MOCJIEI0BATEIHOCT M aKaJeMHUEH CTHII Ha u3JiokeHue. M3cneaBaHeTo € MOCBETEHO
Ha pa3pabOTBaHETO Ha WHTEIWIEHTEH MOJeN 3a oTkpuBane Ha DDoS artaxw,
0a3upaH Ha MAIIMHHO U IBIO0KO 00ydYeHUE, Upe3 aHAIN3 Ha PEATHU JIOTOBE OT yeO
ChbpBBpU. TemaTa € HU3KIIOUMTENIHO akKTyalHa, Tbil karo DDoS arakute Ha
NPWIOKHO HHUBO Ca Cpell Hal-4ecTUTe W TPYIAHU 32 OTKPUBAHE 3aIljlaxd B
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ChbBpPEMEHHATa MpPEKOBA CUTYPHOCT, a TMPHUJIATAHETO Ha JBIOOKO OOydeHHE 3a
TAXHOTO MOJICJIUPAHE U JICTEKIHUSI € €IHO OT Hall-WHOBATMBHUTE HAIPABIICHUS B
o0nacrra.

BbB BbBenennero ce 000CHOBaBa akTyaIHOCTTa Ha Temata, (OpMyJIUpaHH
ca LeNTa, 3aJauuTe, XWUIOTE3UTE M M3CIIECIOBATEIICKUTE BBIPOCH. ABTOPBT
nojyepTaBa ChIIECTBYBAIIUTE MpoOiemMu B OTKpuBaHero Ha DDoS araku Ha
MPUJIOKHO HUBO M OuepTaBa HayyHaTa HOBOCT Ha CBOSl MOJAXOJ, Oa3upaH Ha
METOAM OT JBJIOOKOTO oOydeHwe. ABTOPBHT sCHO neduHHpa npodiema —
HeJl0cTaThyHaTa €()EKTUBHOCT Ha CBHIIECTBYBAIUTE CHCTEMH 3a OTKPHUBAaHE Ha
DDoS araku, KOUTO U3MNOJ3BAT CHUHTETHUYHH WA OCTapeau Habopu oT JaHHHU. B
HAYyaJIOTO Ha pa3paboTKaTa € HalmpaBeH JIMTepaTypeH 0030p Ha ChIIECTBYBALIUTE
noAXoau 3a OTKpuBaHe Ha DDoS araku M NpPUIIOKEHUETO Ha alrOpuTMHU 3a
MalIuHHO M JBJIOOKO oOydeHHe B KuOepcurypHoctTa. Pasrienanu ca pasinyHu
tunose ataku (Volumetric, Protocol, Application-level), apxutektypu Ha IDS/IPS
CUCTEMHM, KaKTO U MPEUMCTBATAa U OTpaHUYCHUsATa Ha Kiacuyeckute ML monenu
COpSIMO BJIOOKUTE HEBPOHHU MpPEXKU. ABTOPBHT SICHO (QopMyiupa HAy4YHUS
npo0seM, KOMTO OCTaBa HEPEIIEH — JIUIICATa HAa PEAIMCTUYHU JaHHU U €()eKTUBHU
DL mopenu 3a mpuiaokHO HHMBO. [J1aBaTa mpejcTaBs 3a7bJIOOYEH Mperien Ha
ChbBpPEMEHHUTE Tojxoau 3a 3ammrta or DDoS araku, kinacuduxanuu, METOIU 3a
MaIIUHHO U JBJIOOKO 00y4eHHE, U3MO0JI3BaHU B KUOEPCUTYPHOCTTA.

B u3cnenoBarenckara 4act € MpejCcTaBeHO U3TPaKIaHETO HAa HOB HAOOp OT
JJAHHU OT peasiHu JioroBe Ha Apache ye0 cbpBBp, FTeHEpUpaHU Ype3 0CEM pa3InyHu
DDoS unctpymenTa. M3BbpllieHH Ca aHAJIU3U HAa XapaKTEPUCTUKUTE Ha Tpaduka,
npenoOpadoTka, o0yueHue U TecTBane Ha Mozaenu — Random Forest, K-NN, SVM,
ANN u LSTM. Pe3ynratute nokassat, ue LSTM MonensT noctura TouHocT 99%,
KOETO NpPEeBB3X0XkAa Apyrute Mojaenu. Bxmarouen e u aHanmu3 upe3 SHAP 3a
WHTEpIIpETalnsl Ha BIUSHUETO HA OTIEIHUTE MPU3HALU, KOETO € BaXXEH MPUHOC
KbM MPO3pavyHOCTTA u 00SICHUMOCTTA Ha Al CHUCTEMUTE.
['maBaTa 3aBBpIIBA C AMCKYCHs 3a MOTEHI[MATHATA ajanTalus Ha apXUTEKTypara
KbM JIPYTH TUIIOBE aTakh M BB3MOXXHOCTH 3a pEajlHO BHEApsBaHE. 3aKIIOYECHUETO
ChAbPKa U3BOAUTE OT U3CJICIBAHETO, OIEHKA HAa XUIOTE3UTE M MPEIJIOKEHUS 3a
OBJICIIO pa3BUTHE, BKIIOUWUTEHO TECTBAHE B PEAJIHU CPEAM, pasllMpsBaHE Ha
Habopa OT JaHHU W UHTETPalrs B 00JIAUYHU PEIICHUS 32 CUTYPHOCT.

3. Hayuynu npunocu

CeItacHa ChM IO CBHIIECTBO C MPEII0KESHUTE MPUHOCH HA AUCEPTAIMOHHUS
TPY/ ¥ TH ONPEAEIISIM KaTO HAyYHO-TIPHIIONKHHU U TIPUITOKHH.

Te morar ma Obaatr oTHeceHn KbM Dopmynrupane u 000CHO8asaHe HA HOBA
xunome3sa (konyenyus); Cv3oasane Ha HO8U mMemoou; /lokazeane ¢ HO8U cpeOCcmaa
Ha Cbuecmeenu HO8U CMPAHU HA 6ede CbWecmey8awju HayuHu oodracmu u
npoobaemu; Ilonyuasane na nomevpoumennu axmu.
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Hay4Ho-npu/I10:KHU NPUHOCH:

- Pa3paboTeH ¢ HOB MeTO0JIOTHYEeH MOAX0/ 3a oTKpuBaHe Ha DD0S
aTaku, Oa3upaH Ha ABJIOOKO 00ydeHHE BBPXY peaaHu yeOd ChbPBBPHHU
JIOTOBE.

- IlpoBenen e cpaBuureseH anaau3 Ha ML u DL mopeam c scHo
KOJIMYECTBEHO OIICHsSIBaHE Ha €()EKTUBHOCTTA M.

- BoBengen e¢ unrepnperupyem mopaen 4upe3 SHAP ananm3, koiito
OOsICHSIBa BJIMSHHETO Ha OTJCIHHUTE MPU3HALM BHPXY PEIICHUSTA Ha
Mojera.

- Ilpemynoxen e yHuBepcajeH eKCIepPUMEHTAJEeH NMPOTOKOJI, KOWTO
MOJKE€ Jla C€ M3I0JI3Ba MpU OOyuyeHHE U TECTBAHE Ha JPYrd THUIIOBE
ataku (SQL Injection, XSS u ap.).

HpuiaoxHu npuHOCH:

- Co31azeH € peajmcTuyeH Hadop ot aanHu 3a DDoS ataku, 6a3upan
Ha OBJrapcku CbpPBbpHA HH(QPACTPYKTypa, KOHUTO MOXKE Ja ce
M3I0J13Ba 32 00y4YeHUE Ha KUOEPCTIEIIUATTUCTH.

- PaspaboreHust monmen Moxe Aa Oblic MHTErPHUPAaH B CHCTEMH 32
MOHUTOPUHI U OTKPMBAaHe HA WHIMIEHTH B MyOJIMYHU U YAaCTHU
OpraHU3aluu.

- Merononorusta Moxke Ja c€ MPHUJIOKH NMPU O0yUYeHHe HA CTYJeHTH
Mo KMOEPCUTYPHOCT 3a JeMoHcTpanus Ha Al Ga3upaHn MEXaHU3MH
3a 3allUTA.

- Jloka3zaHa reHepaju3upania cnoco0HOCT Ha cUcTeMaTa U MOTEHLHAI
3a MpuJiarale Mnpu Jpyry BUIOBE KuOepaTaku

4, [Myoankanuu no quCepTAMOHHUS TPY/
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Cwriacuo IlpaBuiia u nporeaypu 3a npueMane U 00ydyeHue Ha JOKTOPAHTU U
npugoouBane Ha OHC ,,Jloktop” BsB BCY ,,U. Xpadbp”, 3a npuckxaane Ha OHC
,,JJOKTOP* € HeoO0Xoaumo (OCBEH IIpeJCTaBsiHE Ha JAUCEPTAIMOHEH TPydA —
[Tokazaten A - 50 T.) mokpuBaHe Ha W3HUCKBaHMs 3a [lyOnukanuoHHa NEHHOCT
MuHUMYM 30 1. [IyOnukanuuTe oTpas3siBaT OCHOBHU PE3YJITaTU OT U3CJICBAHUATA B
JIYcepTanusTa U MOXe Jla C€ CUMTa, Y€ € MOCTUrHaTa HeoOXoauMara myOJIudyHOCT
npea HayyHata oOmHocT. OT mpeACTaBeHUTE HAYyYHU MyOJIMKAlUM CE€ BHXKAA, 4Ye
TOYKATE HAJIMUHABAT MUWHUMAIHWATE HAMOHAIIHM W3UCKBaHHS OT 30 TOYKH.
JIOKTOpaHTHT HE € MNPEICTaBWI JAaHHU 3a UWTHpPAHUS Ha MyOJHUKaAI[UUTE.
[TpunoxeHa e cpaBka 3a MJIaruaTcTBO ¢ JOOBP MPOIEHT.

5. ABtopedepar

ABTopedepaTsT € cTpykrypupan B obuy odem ot 38 ctp. U3znoxkenueto
Ipe/CTaBIIsBA TOJsIMAa 1O 00eM M3BajKa OT AucepTannoHHUS Tpyd. OTpaseHa e
OCHOBHATA YaCT OT W3CJIEIBAHUATA, KAKTO M IMOCTUTHATUTE PE3YJITATH, BKIIOUEHH
ca TPUHOCHUTE U NyONMKanWuTe, CBBpP3aHU C JAuceprauusita. Cuuram, e
ABTOpedepaThT yIOBIETBOPSIBA H3UCKBAHUSTA U € C ONITUMAJICH 00eM.

6. MHeHUsl, NIPeNOPbKH U 320€JIe:KKHU MO0 TUCEPTALMOHHUS TPY/

Hsamam kpuTnynu 3a0enexku, HO B Obaelie Jo0pe Ou OUio J1a ce HampaBu I0-
3aIbJI00YCH aHAIM3 Ha PUCKOBETE OT PEATHO BHEJIPSBAHE B MPOU3BOJICTBEHU CPEIH
W J1a Ce HampaBsIT TECTOBE B peajHa WIM CHUMYJUpaHa KOpIIOpaTHBHA
uHppacTpykrypa. Moxke na ce no0aBu cpaBHEeHHE C TuIaT@opMu Kato Snort,
Suricata, Cloudflare ML, 3a no-meiHa olieHKa Ha IPeAMMCTBATA.

[IpenopbunTENHO € 1a ce ONMIIAT KOHKPETHU TEXHWYECKM H3MCKaBaHUA 3a
MHTErpalys Ha MOJENa, KaTo €€ YTOYHAT MHUHHMMAIIHU XapayepHH/coPTyepHU
rapaMeTpu 3a BHeapssaHe. [Ipy mo-HaTaTblIHU U3CIIEABAHUSA MOXKE J1a CE U3CIIEABA
MKOHOMHYECKaTa e(PEeKTUBHOCT, J1a CE€ OLEHAT Pa3XOJUTE U Jla CE HAlpaBU aHajIu3

Ha NOTCHIUAJIHUTC HKOHOMHKH OT BHCI[p}IBaHeTO Ha MHTCJIMT'CHTHA 3allluTa.
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1. 3ak/IoueHue

OTnpaBeHUTE NPENOPBKU U 3a0ENEeKKH HE OMajoBakaBaT CTOMHOCTTA Ha
paspabotkata. Te morar na ObIaT B3eTH MPEABUA MPHU CIEIBAIIN Pa3pabOTKH,
CBBP3aHH C pa3rpbhlllaHe HA TUCEPTAIMOHHUS TPY/I.

JIOKTOpaHTBT TMpPUTEKaBa  3aqbJIOOYCHH  TEOPETUYHM 3HAHHUSA  II0
TEMaTHKaTa, KakTO M CIIOCOOHOCTH 3a MPOBEXKJAaHE HA CaMOCTOSTEIHHM HAy4YHU
U3CTICIBAHUS U TPAKTHUECKO BHEAPSABAHE HA TIOCTUTHATUTE PE3YITATH.

Cuutam, ye qucepranusiTa € akTyallHa, MPeJIoKeHUTEe METOUKHA MOraT Jia
HAMEpAT IIUPOKO TpWIoXKeHWe B  pasnuunu  cdepu. [IpencraBeHust
JUCEPTAllMOHEH TPYJ KaTo 3HAYMMOCT Ha HW3CIIE[BAaHUATA NPEICTaBiIsIBA €1HA
3abJI0OYEHA U 3aBBbpILIEHA pa3paboTKa, ChAbpXkKa JOCTATHYHO HAYUYHONPUIIOKHU
Y TIPWIOKHU MIPUHOCHU. Y IOBJIETBOPEHH Ca M3UCKBaHUATA Ha 3aKOHA 3a pa3eumue
Ha axkademuyHus cvcmas 6 Penybnuxa bvaeapua w wa llpasunnuxa 3a HETOBOTO
npuiiarane, Kakto u Ha [lpasuna u npoyedypu 3a npuemaue u obyuyeHue Ha
doxmopaumu u npuoodbuseane na OHC , Jlokxmop“ BB BCY , UepHopuszen
Xpabwp”.

[locTurHature pe3yaTaTd MM JaBaT JOCTaThbYHO OCHOBaHUE Ja Jam
MOJIOKUTEJIHA OLIEHKAa Ha TMpeACTaBeHaTa JaucepTauus M Ja Mpeasioka Ha
yBaxxaemoto Hayuno xypu na npuchau Ha Aam Cabdpa oOpaszoBaTenHaTa U
Hay4YHa CTETIEH ,,IOKTOP*‘ B JOKTOpCKaTa nmporpama ,,IHPpopMallnoHHN CUCTEMU U
TEXHOJIOTUH, WHPOpPMATUKA U  KOMIIIOTBPHU  Hayku, mpodhecHoHATHO
HarpasieHue 4.6. ,,IlHpopMaTrika 1 KOMIIOTBPHH HAYKH'.
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